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6-1.
DEFINITION 
6-1.1.  An investigation is a detailed, objective inquiry to ascertain the truth about an event, situation or individual.  It is comprised of four phases: Analysis, Programming, Fact Finding, Verification and Evaluation.  The degree to which each phase plays a part in any given investigation differs according to the circumstances of that investigation.  It is important to know that each phase plays some part in each investigation and to consider each phase during the conduct of an investigation.


a. Analysis--At the beginning of any NCIS investigation an agent must analyze the COMPLAINT; analyze the COMPLAINANT, and analyze the JURISDICTION.  The analysis phase determines: whether the complaint has merit; whether the matter to be investigated falls within the investigative jurisdiction of the NCIS; and whether the complainant is providing valid information regardless of motives.  Not infrequently, a preliminary investigation is conducted to determine if a crime exists and to identify likely suspects.  Based upon the preliminary investigation, the jurisdictional aspect of the analysis phase can be resolved.


b. Programming--Once the analysis phase of an investigation has been completed it is time to program or outline the investigative steps to be followed in order to elicit information, and where appropriate to develop proof of all essential elements of an alleged violation or offense.  A logical preliminary outline should include the essential elements of an indicated offense, as prescribed by pertinent law or regulation, etc., with additional topics to cover informative phases of the investigation.  In preparing and developing the outline consideration should be given to the evidence required and the possible sources of information and evidence.  It is not intended that the outline should be a formal one, inflexible in scope.  In less complicated cases involving matters, which occur repeatedly this process may be a simple mental exercise that takes only minutes of an Agent's time.  In more complex investigative matters it would be wise to reduce this process to written form and to review the programming during the course of the investigation, retaining a flexible approach that permits reconsideration, as the circumstances of the case require.  Programming is essentially a process employed by a professional investigator as an intelligent approach to an investigation that ensures that all essential elements are addressed and that all unnecessary aspects are avoided.  The manner in which the outline is prepared and its extent are discretionary.


c. Fact-Finding--To establish the existence or nonexistence of the elements outlined through observations, through interviews with complainants, witnesses and subjects, by examining records and documents, and by securing testimony of witnesses and documentary and physical evidence.  This fact-finding phase also includes full inquiry into any exculpatory or alibi information.  As facts and information are gathered, the programming will evolve more fully, tangents will be avoided, and the investigation will develop evidence consistent with the involvement of the subject under investigation.


d. Verification and Evaluation--To establish the accuracy and authenticity of testimony, records, and other documentary and physical evidence.  Throughout the investigation, information obtained should be checked against the outline or programming. Conflicting testimony or information as to material matters must be resolved by obtaining additional evidence from other competent witnesses and sources.  In evaluating testimony of witnesses, one should be cognizant of the witness’ interest, bias, prejudice, integrity, reputation, sense deficiencies, and   the manner in which the information was acquired.  This last phase becomes important when a case goes to court and the evidence developed during the course of the investigation, without the assistance of the accused, is attacked by a highly trained, experienced defense lawyer who is assisted in his efforts by the cooperation of the accused.  The more verification that can be obtained for each essential element of the offense the less likely that element can be successfully attacked in court.

6-2.
COMPLAINT AND APPROACH TO INVESTIGATION 
6-2.1.  Many investigations undertaken by NCIS are based upon a command request.  The basis for the request may emanate from circumstances apparent to the command, i.e., a reported assault or an instance of suspected arson, or from information furnished to the command by a complainant.  A number of investigations will be predicated upon information resulting from NCIS initiative operations (See Chapter 9).  DoD Instruction 5505.3 specifically states that "...military criminal investigative organizations shall not be required to solicit nor shall they solicit...requests or authorizations to initiate investigations.  This does not preclude discussions with commanders concerning initiation of a criminal investigation...However, in each case the decision to initiate a criminal investigation remains with the criminal investigative organization." 

6-2.2.  Investigations including sabotage, espionage and criminal activism, as well as support, on a reciprocal basis, to other federal, state, local, or foreign law enforcement, security, or intelligence agencies may be undertaken by the NCIS.  Additionally and separate from the foregoing, NCIS may initiate investigative action absent a specific request in any category of case under NCIS jurisdiction, SECNAVINST 5520.3B, Subject:  Criminal and Security Investigations and Related Activities Within the Department of the Navy, dated January 4, 1993.

6-2.3.
It is extremely important that each complaint or other source of information upon which an investigation is predicated be carefully and intelligently evaluated.  This applies both to jurisdiction and to whether the information warrants further action before undertaking investigation.  Some matters, such as routine inventory losses with no evidence of theft, and very old complaints with no logical leads, should not be investigated by NCIS absent extenuating circumstances.  If the facts at hand are insufficient to serve as a basis for making a determination, the required data should be obtained before authorizing a full-fledged investigation. A careful intelligent analysis of the complaint may save days, weeks, or months of investigation.  Additionally, strong consideration should be given to early and continuous contact with trial counsel or other appropriate attorneys when conducting an investigation.

6-2.4.  A complaint is not to be considered a formal charge, but only as the basis on which to make inquiries as to whether a certain condition exists as alleged.  The resulting investigation, no matter how extensive, is not complete unless the issue raised by the complaint is satisfactorily resolved. Do not title a person merely because he was interrogated or because he is a likely candidate for a polygraph examination.  Prior to a person being titled as a subject or co-subject, there must be credible evidence that a crime has been committed and that there is more than just mere suspicion that he committed the crime.  This equates to some substantiation or corroboratory evidence beyond the initial allegation.  For example, an anonymous hotline complaint should not be the sole basis for titling a person as a subject or co-subject.  The anonymous complaint may be the basis for initiation of a generic investigation, but until there is some substantiation of an individual's involvement, a person should not be titled.  If a complainant makes a sworn statement concerning an individual's direct involvement in a crime, that could be the basis for putting the individual's name in the title block.  A person who requests an exculpatory polygraph examination based on allegations that were not investigated by NCIS will be entered as a subject regardless of the merits of the information or command investigation (e.g. polygraph based on urinalysis results).  Under this policy, it is possible to develop multiple suspects in a crime, interrogate them after advisement of rights, and administer polygraph examinations without putting any of them in the title block.

6-2.5.  Sources of complaint include the general public, disgruntled personnel (military or civilian), and Federal, State or local officials.  Often such complaints are based on information received from persons having only hearsay or secondhand information.  In such cases, the original source of information should be ascertained.  Sources of information should be protected against disclosure to avoid embarrassment and injury, and to encourage submission of valid complaints.

6-2.6.  Following an analysis of the issues involved in the complaint, an interview with the complainant is mandatory to develop information not disclosed in the complaint, letter, or information originally received.  The definite plan of procedure for investigation in most cases can be outlined after an interview with the complainant.  It is necessary to analyze the complainant as well as the substance of the complaint.  What are the complainant's motives for making the complaint? Is he disgruntled? Does he hope to gain something?  Has his judgment been colored? These factors may bear upon his credibility and his reliability to appear and testify at a later date.  Complainants' statements should be reduced to writing and signed.  This will protect the investigator against subsequent claims by the complainant that the investigator read something into his allegations that were not intended.  Also, it is not unusual for persons to modify their oral accusations when asked to provide a written statement.  This in itself can save the investigator many hours of effort attempting to prove or disprove a complainant's hunch or report of a rumor.

6-2.7.  NCIS field components have the capability to access the Defense Clearance and Investigations Index (DCII), the National Crime Information Center (NCIC) and other databases for criminal history information.  These inquiries should routinely be accomplished at the initiation of any inquiry as it pertains to suspects, victims, and in many cases, witnesses.

6-2.8.  Unrelated issues should not be permitted to divert the agent in his efforts to prove or disprove the alleged violations, which are the basis of the investigation.  However, violations by the Subject of other sections or provisions of the same order, regulation, or law, other than those originally alleged in the complaint should be made a part of the investigation.  All efforts should be planned and directed toward obtaining all facts necessary to answering the problem presented by the complaint or which were developed during the course of the investigation incidental to the complaint.  Never lose sight of the primary problem on which the investigation was initiated.

6-2.9.  In soliciting information, seek to prevent persons interviewed from making only general statements since the primary requirement is specific facts.  This principle is particularly applicable when it is known that an interviewee is in a position to make specific statements.

6-2.10.  In planning and developing a case and bringing it to a logical conclusion, it is fundamental that the test of relevancy be applied to each phase of the investigation.  Confining the investigation and the report to relevant information developed will eliminate wasted motion and excess verbiage.

6-2.11. Investigations involving Marine Security Guard (MSG) Battalion personnel will be controlled by NCISRA Quantico, VA.  This unique policy will apply even if the criminal allegation occurs in a country where another NCIS field component is present.  The MSG Battalion HQ is located at Quantico, and NCISRA Quantico is usually the first NCIS component to be notified of an incident involving an MSG member.  This policy also assists in obtaining required visas for agents needing to travel to remote areas for MSG-related investigations and facilitates command briefings.  Any office receiving notification of a crime affecting MSG personnel will immediately inform the SSA, NCISRA Quantico.  The SSA, NCISRA Quantico will decide on a case-by-case basis whether or not an agent from NCISRA Quantico will respond, and will coordinate with the NCIS component nearest the situation for agent support.  
6-3.
RECORDS INFORMATION 
6-3.1.  Records Information is defined as any record, custodian of records, directory, public official, business official, or similar source of recorded data, which may furnish assistance in the conduct of an investigation.  Records Information is best thought of as being of an official or quasi-official nature, distinguished from private individual (cooperating witnesses) sources such as acquaintances, co-workers, neighbors and various other developed personal contacts unique to a particular individual/suspect or investigation/operation.

6-3.2.  This section is intended to serve the NCIS Representative as a basic guide for the information he needs and/or to stimulate his thinking and exploration as to where he might otherwise obtain required information.  The changing nature and titles of record sources occasionally makes previous sources obsolete.  Thus, the list should be considered a potential reference as to certain kinds of record information that can be obtained.  Restrictions on access to information resulting from a record source's policy, and particularly as imposed by the Freedom of Information and Privacy Acts, necessitate emphasizing that the list only identifies the probable existence of informational holdings.  The availability of data will frequently require certification of a legitimate, bona-fide need for the information, and when information is made available to NCIS, will often result in the record source immediately or eventually apprising the individual (Subject) of the fact that information concerning him/her was released to NCIS.  This said, it is apparent that a NCIS Representative cannot force a person/official to divulge information or compel another to make records in his possession available, nor can he always preclude the subject of the information from learning of the divulgence.  (Note Chapter 21, Section 2105.1.c, regarding the Privacy Act in this respect.) Certain Federal and Department of Defense records can be obtained by NCIS through solicitation to appropriate authority, however; only a subpoena or court of competent jurisdiction can compel divulgence from civilian sources.  Coordination with 0023CI, Criminal Intelligence Division, is recommended.

6-3.3.  Following is a list, and in some cases a brief description, of sources of official recorded information most frequently consulted by NCIS: 

a. Federal Records 


(1) Department of the Navy.

(a) Information pertaining to ship movements is best obtained from those NCIS offices servicing the homeports of the ships in question.  A list of ship homeports can be viewed at the U. S. Navy’s web site.  The homeport list by ship name is located at:  

http://www.chinfo.navy.mil/navpalib/ships/lists/shipalfa.html

(b) Department of Defense Employee Interactive Data System (DEIDS) can serve as a military personnel locator file for all branches of the military.  For those offices without direct access to DEIDS, military personnel locator files can be accessed through the Criminal Intelligence Unit (CIU), Code 0023CI.  Navy and Marine Corps personnel locator files can also be requested by contacting the NCIS Operations Control Center (OPSCONCEN).  DEIDS can also be used to locate military family members and DOD civilian employees in the GS, WG, and SES series.


(c) The best source of specific information concerning a service member is that member’s local service record.  Navy service records are either Enlisted Service Records (ESRs) or Officer Qualification Records (OQRs).  Marine corps service records are Service Record Books (SRBs).   Service records of personnel assigned to deployable units are normally filed in the Personnel Office or Administrative Office of the unit.  Service records of shore-based personnel are normally on file at the servicing Personnel Support Detachment (PSD).  In those rare instances in which, for reasons of operational security, it is not feasible for NCIS personnel to review locally available service records, the permanent records on file at either Navy Military Personnel Command (NMPC), Millington, TN or Headquarters Marine Corps, Quantico, VA can be reviewed.  Permanent service records are not as complete as the locally available service records.  Reviews of permanent service records will require leads to be sent to NCISRA Memphis, TN or NCISRA Quantico, VA as appropriate.

(2) Defense Clearance and Investigations Index (DCII).  Through the DCII, NCISHQ has an almost instantaneous computerized capability of determining whether a particular subject has an existing investigative dossier on file within the Department of Defense (DOD).  Contributors to the DCII are, in addition to NCIS, the U.S. Army Investigative Repository (AIRR), U.S. Army Crime Records Directorate (ACRD), the Air Force Office of Special Investigations (AFOSI), the Defense Criminal Investigative Service (DCIS), and the Defense Security Service (DSS).  Upon determining the existence and whereabouts of a dossier, NCISHQ can normally obtain pertinent contents on a priority basis.  DCII data identifies individuals investigated by names, date of birth, Social Security Number, place of birth, and service dossier number.  To increase the success of getting a “hit” from a DCII inquiry, an individual's name with a date of birth or place of birth or social security number (SSN) is needed.  Without a name, a SSN is needed. 


(3) Defense Security Service (DSS)/Other Military Services.  In addition to the DCII resource cited above, through established liaison with DSS and other counterpart service agencies (Army's Assistant Chief of Staff for Intelligence (ACSI) and Criminal Investigation Command, AFOSI, USCG Intelligence, and the Director of Intelligence, USMC), NCISHQ can readily obtain personnel and unit locator information, as well as specific, centrally available information unique to those services.



(4) Department of Justice 

(a) Federal Bureau of Investigation.  Both at the field level and at the seat-of-government, the FBI provides NCIS with access to the central (Federal) repository of investigative files, as well as to FBI "rap sheets" which reflect criminal offense arrests made by most other Federal, State and local agencies in the U.S.  Additionally, NCIS is a member of the FBI's National Crime Information Center (NCIC), a National computerized system for readily storing and retrieving a variety of significant (i.e., lost, stolen, missing, found, wanted, etc.) criminal intelligence information contributed by Federal, State and local law enforcement organizations (including NCIS).  The NCIC is accessed via NCISHQ according to procedures described in NCIS-1, Chapter 36.  Additionally, most overseas NCISFOs have local access to FBI file information via the Legal Attache (LEGAT) of their respective American Embassy.  FBIHQ is also a particularly important resource to the investigative community for identification of individuals/suspects through its fingerprint database.  

(b) Drug Enforcement Administration.  The DEA is the principal U.S. Agency concerned with narcotics and drug trafficking, both domestically and internationally.  DEA is principally concerned with major international/CONUS drug trafficking matters and, by general agreement, is not concerned with investigating or receiving information relating to the typical small-time traffickers or users.  DEA is a key source on drug/narcotics trafficking routes, origins and similar intelligence.  In any significant drug/narcotics situations encountered by NCIS, particularly one involving U.S. civilian/foreign participants, the respective DEA field component or DEAHQ (through NCISHQ) should be consulted for pertinent intelligence, and possible referral action.  (See Chapter 31, Narcotics Violations.) 

(5) Central Intelligence Agency.  The CIA is the central repository for information on foreign intelligence matters of concern to the U.S.  While most overseas NCISFOs have means of making inquiries directed to CIA holdings, NCISHQ has excellent liaison with CIAHQ to serve CONUS NCISFOs inquiries.  Any queries made of CIA, via NCISHQ, should be as specific and detailed as possible in identifying individuals and the type of information/checks desired.

(6) Other Federal Agencies Frequently Contacted.  NCISHQ has well-          established  and relatively frequent liaison with the headquarters of the following Federal investigative agencies and investigative components of non-investigative agencies, many of which have existing field office relationships with NCISFOs/NCISRAs (particularly in CONUS).  A listing and brief description follows: 


(a) Immigration and Naturalization Service.  The INS has photographs, fingerprints, brief biographies, residence and employment information, circumstances of entry and naturalization data concerning immigrants (Permanent Resident Aliens) and non-immigrants to the U.S.  To aid INS in locating an immigrant's naturalization records, the date and port of entry as well as manner of arrival in the U.S. should be provided whenever possible; to check a non-immigrant's record of arrival and/or departure, full name, citizenship and date of birth should be furnished.  When possible, INS file checks should be made directly with the INS field office at the port of entry or place of naturalization.  INS has advised this procedure will greatly improve response time.


(b) U.S. Secret Service (Treasury Department).  The USSS has responsibility for investigating any offense against the laws of the U.S. relating to coins, obligations and securities, including counterfeiting of Federal currency and forgery of government monetary instruments.  The USSS is also responsible for providing protective services to present and past Presidents, Vice-Presidents, and candidates/electrets to these offices, their families, and certain other dignitaries.  USSSHQ maintains extensive indices on suspected counterfeiters, check thieves and forgers, as well as communications received, particularly those implying a threat to the President and others under their protective jurisdiction.  Other government agencies, including NCIS, furnish threat communications information to both the USSS and FBI, as appropriate.  It should be noted that NCISHQ retains indices on non-DOD civilians only if an implied or direct threat is made to the Department of the Navy personnel, installations or property, and subject to DIRC guidelines.  (See Chapters 24, 28 and 35 regarding forgery and counterfeiting offenses and protective services, respectively.)


(c) Internal Revenue Service (Treasury Department).  The Intelligence Division of IRS investigates certain criminal and civil violations of Federal internal revenue tax laws except those relating to alcohol tobacco and firearms.  By law, the IRS is considerably restricted as to what internal revenue information may be made available to the public, as well as to other Federal investigative agencies.  While extremely useful information may exist in IRS records, law limits the extent to which such information may be provided.

(d) Bureau of Alcohol, Tobacco and Firearms (Treasury Department).  The ATF enforces Federal laws dealing with alcohol, tobacco, firearms and explosives.  ATF maintains central files on individuals, partnerships and corporations issued permits to manufacture, store or trade in these items in compliance with Federal laws, as well as violations and arrest records of offenders.  Investigative matters involving possible manufacture of or trafficking in these items or certain arson matters should be discussed with the nearest ATF office.


(e) U.S. Customs Service (Treasury Department).  The Customs Service is charged with enforcing U.S. customs laws, supervising the importation of articles into the U.S., patrolling U.S. borders and apprehending smugglers.  Customs has information on the smuggling of merchandise, particularly concerning narcotics, marijuana, nuclear material and devices, and weapons of unconventional warfare.  Customs is also concerned with the importation of prohibited or restricted articles, such as counterfeit currency and stamps, pornographic material and articles, which violate American trademarks and copyrights.  (See Chapter 28 regarding Customs violations.) 


(f) Financial Crimes Enforcement Network (FinCEN): The FinCEN is an agency under the direction of the Department of the Treasury that can provide excellent electronic database information on investigations in which the impact of financial manipulation furthers the criminal activity. FinCEN's services are especially useful on cases involving money laundering schemes, locating fugitives or witnesses, or tracking the source and destination of money. FinCEN is an intelligence organization that collects financial information from law enforcement agencies, bank regulatory agencies, credit agencies, open sources and the private sector. 

(g) U.S. Coast Guard.  While the USCG is an activity of the U.S. Department of Transportation, its quasi-military nature and wartime relationship to the Department of the Navy invite a continuing close association.  NCISHQ and appropriate NCISFOs maintain excellent liaison with USCG counterparts in sharing counterintelligence information affecting the security of U.S. ports and coastlines, officers and crews of merchant marine vessels, as well as investigative information on USCG personnel where a common interest exists.


(h) U.S. Postal Inspection Service.  Responsible for the investigation of postal violations, the Postal Inspection Service will also assist NCIS in providing mail cover information where a validated requirement exists (See Section 06-07).  The Postal Inspection Service (in the United States) and Fleet Post Offices in overseas areas are essential sources for information on postal violation technicalities and regulations.  (See Chapter 28 regarding postal violations).

(i) Federal Records Center.  The FRC at St. Louis, Mo., is the central repository for personnel records (including medical records) on former military and Federal civilian personnel.  Requests for personnel information from the FRC should be to NCISRU St. Louis.


(j) Department of State.  In addition to security files on its own personnel, the State Department's Diplomatic Security Service has record information on many U.S. citizens and foreigners who are not State Department personnel.  Additionally, the Passport Office of the Department of State is the custodian for records (applications/photographs) on U.S. passport and alien visa applicants.  Queries as to whether certain information may be available from the Department of State should be directed to the appropriate NCISHQ Department.


(7) Federal Sources Infrequently Contacted.  Following is an incomplete list of other Federal/seat-of-government sources, which may be able to provide record information of pertinence to a NCIS investigation/operation.

Agency for International Development (AID)

Civil Aeronautics Board (CAB)

Defense Contract Audit Agency (DCAA)

Defense Logistics Agency (DLA)

Defense Technology System Agency (DISA)

Defense Nuclear Agency (DNA)

Defense Supply Agency (DSA)

Department of Agriculture (Office of Investigations)

Department of Commerce (DOC)

Department of Energy (DOE)

Department of Health and Human Services (DHHS)

Department of Housing & Urban Development (HUD)

Department of the Interior (Division of Investigations)

Department of Labor (Wages & Hours Division)

Department of Transportation (DOT)

Federal Aviation Administration (FAA)

Federal Communications Commission (FCC)

Federal Election Commission (FEC)

Federal Emergency Management Agency (FEMA)

Federal Maritime Commission (FMC)

Federal Trade Commission (FTC)

General Services Administration (GSA)

Government Printing Office (GPO)

International Criminal Police Organization (INTERPOL)

Interstate Commerce Commission (ICC)

Law Enforcement Assistance Administration (LEAA)

Library of Congress

National Aeronautics & Space Administration (NASA)

National Institute of Health (NIH)

National Labor Relations Board (NLRB)

National Science Foundation (NSF)

National Security Agency (NSA)

Nuclear Regulatory Commission (NRC)

Office of Personnel Management (OPM)

Securities & Exchange Commission (SEC)

Small Business Administration (SBA)

Smithsonian Institution

U.S. Information Agency (USIA)

U.S. Marshal Service (USMS)

Veterans Administration (VA) (Division of Investigation)


b. State, County and Municipal Records.  Sources of record information vary significantly from state to state, and between county and local governments within and between states.  Unlike Federal record sources, particularly Federal investigative agencies that have a common purpose and implied relationship of mutual cooperation, state and local governmental sources have unique laws; prerogatives and attitudes which affect their ability or willingness to cooperate with Federal investigative agencies.  A positive liaison effort by NCIS field components is therefore of mandatory importance to ensure that state and local sources are understanding of NCIS' mission and desire for mutual support.  Following is a partial listing of the types of state, county and municipal record sources which may be able to provide important investigative assistance: 



(1) State: 

Attorneys General Offices 

Agriculture Departments 

Banking Commissions 

Civil Service Commissions 

Education Administrators--Boards, Secondary Schools, Colleges, Universities 

Fish & Game Commissions 

Health & Sanitation Commissions 

Information Centers 

Insurance Administrations 

Internal Revenue Administrations 

Judicial/Court Systems 

Law Enforcement & Public Safety Commissions 

Licensing Commissions 

Motor Vehicle Departments 

Parole/Probation/Penal Authorities 

Public Utilities Commissions 

Treasury Departments 



(2) County/Municipal: 

Attorneys & Prosecutors 

Clerks, Agents & Recorders (Births, Marriages, Divorces, Deaths, Property, etc.) 

Consumer Affairs Agencies 

Coroners & Medical Examiners 

Courts 

Election Boards 

Financial Agencies 

Fire Departments & Marshals 

Housing Authorities 

Inspection & Licensing Agencies--Health, Sanitation, Building, Professional, Occupational, etc.

Marriage License Bureaus 

Motor Vehicle Departments 

Police Departments & Sheriff's Offices 

Public Libraries 

Public School Administrations 

Public Welfare Agencies 

Public Works Departments 

Purchasing/Procurement Agencies 

Social Service Agencies 

Tax Assessors 

Trade, Industrial & Professional Commissions 

Transportation Authorities 

Truant Officers 

Waterfront Commissions 

Workman’s Compensation Boards 

6-3.4. Private and Commercial Record Sources.  The following is a list, by no means complete, of a range of private sources of recorded information.  Due to the broad range covered, no attempt is made to describe what information might be available from each source; the list is intended to give a perspective and aid in selecting potential avenues of inquiry and exploration pertinent to an investigative problem:

American Red Cross 

Automobile Associations: 

American Association of Motor Vehicle Administrators 

American Automobile Association 

American Trucking Association 

National Auto Theft Bureau 

National Automobile Dealers Association 

National Drivers Registration Service 

Automobile Rental Firms 

Banks & Financial Loan Companies 

Civic, Charitable Religious, Fraternal & Vocational Organizations 

Commercial Credit Organizations 

Consumer Agencies & Better Business Bureaus 

Credit Unions 

Dunn & Bradstreet 

Foreign Trade Organizations 

Hospitals and Medical Service Organizations 

Hotel Associations 

Insurance Agencies & Investigative Firms--Life, Health, Casualty, Fire, Automobile, Marine, etc.

Private/Special Libraries & Information Centers 

Public Utilities Companies--water, gas, electric 

Real Estate Agencies 

Security/Protection Agencies 

Telephone & Telegraph Companies 

Trade, Industrial & Professional Organization 

Transportation Companies--Air, railroad, bus, taxi, water 

6-3.5 Two Key Commercial Databases

a. Autotrack XP (ATXP) is a commercial database owned by Choice Point systems.  It is database, which uses multiple inputs, constantly updated to provide information on a real-time basis.  ATXP has in excess of 13 billion records.  The key inputs to ATXP are name, SSN and DOB.  If SSN is not known, queries are possible based on name and DOB or name only.  Queries are also possible based on known name and a known address, a last name and a street name, name and ZIP code, and other data combinations.  The strength of ATXP is the size of the database and the constant updating of information.  ATXP is available directly to field units.  Each office has a number of personnel with ATXP accounts to permit field personnel to access the information at any time.


b.  Lexis-Nexis (L-N) is another commercial database, which can be used to assist investigations.  L-N does not have the number of inputs that ATXP has, but L-N has an extensive law library and print media database that ATXP does not.  L-N queries are made in Boolean language, which gives the user greater flexibility when known information is minimal.  L-N is available only through NCISHQ Criminal Intelligence Division.  
6-3.6.  Miscellaneous Sources of Reference.  The following are samples of reference sources, which may be of direct or indirect investigative value:

City and Street Address Directories 

Library Reference Books 

Guide to American Directories 

Directory of Special Libraries & Information Centers 

World Aviation Directory 

Biographic Reference Books 

Book Review Digest 

Readers Guide to Periodical Literature 

International Index to Periodicals 

New York Times Index 

Public Affairs Information Service 

Index to Legal Periodicals 

Agricultural Index 

Index Medicus 

Business Periodical Index 

Applied Science and Technology Index 

The Standard Periodical Directory 

Guide to Reference Works 

Newspaper Files (Morgues) 

Real Estate Directories 

Telephone Directories 

6-4.
STATEMENTS 
6-4.1 Oral statements of witnesses, including victims, or of an accused should be reduced to writing immediately after the interview or interrogation.  While oral testimony may be valid in every respect, the difficulty arises in later attempting to prove what was stated.  Thus it is important to preserve oral statements by reducing them to writing.  It is a standard policy requirement in NCIS, whenever credible information is developed which may be used in an administrative or judicial hearing, to ask the individual at the conclusion of the interview if he/she will furnish a written statement, preferably under oath.  This statement should be requested only after the interview has been completed.  It is important that no pressure whatsoever be applied by the agent to obtain a written statement.  The request for a written statement at the conclusion of an interview should be treated by the agent as a normal and casual follow-up to his contact with the person concerned.  It is important that no issue be raised between the agent and the individual over the submission or non-submission of a written statement by the latter.  Merely pointing out that a written statement precludes the possibility of misquotes, etc., is frequently successful.  The employment of a high degree of tact by agents in soliciting a statement is essential.  If an individual refuses to make a statement, this fact should be included in the Report of Investigation (ROI) / Investigative Summary Report (ISR).
6-4.2.  In connection with statements in criminal type cases or in any case where administrative or judicial action is likely to be taken against the person making the statement, the requirements of Article 31b, Uniform Code of Military Justice must be met.  This is essential in the case of any person suspected of an offense who is subject to the Code since failure to comply will render the statement inadmissible before a court-martial.  Specific warning procedures are set forth in Chapter 7 of this Manual. 


a.  Where the person being questioned is not subject to the UCMJ, Article 31 is not applicable.  Specific procedures are set forth in Chapter 7 of this manual.


b.  Occasions will arise where there is some doubt whether to "warn" an individual under Article 31, UCMJ, or the Fifth Amendment to the U.S. Constitution.  An example is a Naval Reservist whose orders stipulate that he is/was subject to the Uniform Code of Military Justice while in training.  Even though he is a civilian and subject to the Fifth Amendment he may also be subject to the Uniform Code of Military Justice.  Prior to interview, agents should determine the subject's status in order to accomplish the appropriate "warning."  Dual "warnings" under both Article 31, UCMJ and the Fifth Amendment are not required and should not be given.  See Chapter 7 for additional information.

6-4.3. There are two generally acceptable formats for statements.  Which format used will be dependent upon the circumstances of the case, such as the disposition, age, and attitude of the person being interrogated, the availability of stenographic personnel, and the ability of the person making the statement to write legibly and lucidly.  Generally, handwritten statements, especially by victims and witnesses if left to write their statements unattended, are incomplete in the detail needed for the investigation.  As a matter of preferred practice, statements should be prepared by the Special Agent and typed whenever possible and appropriate, however, a handwritten statement is fine if the interviewing special agent works with the interviewee to ensure all the details are included.  The two formats for statements are Narrative Form and Interrogatory or Question and Answer Form.


a. Narrative Form - Sample (1).  When a statement is made in narrative form, it should be, insofar as possible, in the maker's own words.  If the subject requests the agent or another person to write or type the statement for him, the text of the statement should show that he requested this accommodation.  Microsoft investigative form templates provide the NCIS Representative a standardized and legally sufficient format to record statements. 


b. Interrogatory (Question and Answer) Form - Sample (2).  The question and answer type statement provides an accurate record of the subject's responses in his own words to pertinent questions.  When the statement is in question and answer format, the same essential elements are required as for the Narrative Form statement.

6-4.4. The following procedures are recommended in taking statements from persons accused or suspected of offenses:


a. Do not undertake any interview until you have enough information from other sources to reasonably assure a successful outcome.


b. Get the subject talking and pace the interview according to his displayed characteristics.  (One proven approach is to ask questions regarding family background, past duty stations, etc., which the subject will probably answer readily.)


c. Be persistent, but patient.


d. Get the statement signed as soon as possible.

6-4.5. Mistakes commonly found in recording statements are:


a. Insufficient detail.


b. Delaying preparation of the statement to a more convenient time.


c. Using language unlike that habitually used by the subject.


d. Failure to document the statement with initials and attestation clause.


e. Incomplete identification of other individuals/suspects mentioned by the maker in his statement.


f. Failure to elicit all available evidence held by the maker against such person.  Each element of the applicable offense should be covered.


g. Failure to include factual data (dates, times, places) which will support a specification of an offense.


h. Failure to include the date and local time when the statement was taken.


i. Failure to include signature of witnesses or jurat.

6-4.6. Each NCIS Representative present should witness the signature of the maker.  Wherever possible, officers or enlisted personnel senior to the maker should not be present or witness a statement in order to preclude any later claim by the person making the statement that it was signed under duress or undue influence.  When interrogating a woman, it is desirable to have another woman present whenever possible in lieu thereof, another agent or male witness.  Specific instructions regarding the interrogation of female service personnel are set forth elsewhere in this manual.

6-4.7.  Oaths in Connection with Statements


a. Under instructions promulgated by the Secretary of the Navy (currently SECNAV Instruction 5520.3B of 04 JAN 1993) duly accredited Representatives of the Naval Criminal Investigative Service have authority to administer oaths in the performance of their official investigative duties.  Title 5, U.S. Code, section 303 (Oaths to Witnesses) states "...an employee of the Department of Defense lawfully assigned to investigative duties may administer oaths to witnesses in connection with an official investigation."

b. At a Pre-Trial Investigation (Article 32, UCMJ) a written statement of witness, not present, may be considered only if they have been obtained under oath or affirmation.  Accordingly, in criminal investigations it is necessary that statements obtained from witnesses be sworn statements, whenever practicable.  Because there are increasing requirements for sworn statements in other than criminal cases it shall be the general rule that written statements obtained by NCIS agents shall be taken under oath, whenever practicable, except where circumstances render such procedure manifestly unnecessary.  In most cases, the NCIS Representative will administer the oath after the statement has been obtained and reduced to writing.  Should the author of a statement decline to be sworn, his un-sworn statement shall be accepted.  The report shall indicate the fact that the statement is un-sworn and give the reason.


c. Under certain circumstances it may be desirable to place a witness under oath at the outset of the interview, particularly where the witness, whether cooperative or hostile, is expected to furnish significant derogatory information.  The foregoing must not be construed as requiring that an individual be sworn.  Indeed, an agent has no authority to order any individual to take an oath; this must be an entirely voluntary procedure.  Circumstances under which a witness might be sworn at the beginning of an interview should be generally limited to instances where it is clearly indicated that the individual intends to impart information, and is willing to be sworn, well knowing that he has an opposite choice.


d. There is no legal requirement that the written statement of an accused must have been taken under oath for it to be admissible into evidence in a trial by court-martial.  The governing factors for admissibility are that the statement be truly voluntary and that a proper warning preceded it.  It is desirable, however, that the statements of suspects be taken under oath, whenever practicable; therefore the agent shall always afford an opportunity to a suspect making a statement to make it under oath.  It is emphasized that in no case may the suspect (or witness) be required to be sworn.  The Court of Military Appeals has held, in effect, that to require a suspect to be sworn during his interrogation relative to an offense amounts to a nullification of any Article 31b warning, which might have been given, constitutes an unlawful inducement, and renders a subsequently obtained confession inadmissible.


e. As stated above in the case of witnesses, it may sometimes be desirable to place a suspect under oath at the outset of interrogation.  This may be done, provided the suspect is willing and is fully aware that he is under no compulsion to be sworn.  The oath should not be administered, however, until a point has been reached in the interrogation procedure where the suspect indicates a willingness to talk about the subject matter of the interrogation.  He may then be asked if he is willing to swear to what he has to say but no necessity for him to do so should be implied.  In most cases, it will be preferable to administer the oath after the suspect has reduced his statement to writing.


f. In summary, in the case of suspects, statements given by them should be sworn statements, whenever practicable.  As with witnesses, the oath procedure will usually be accomplished after the statement has been reduced to writing, by having the individual read it and make any corrections, then sign and swear to it, provided he is willing.  It is permissible to administer the oath at the outset of the interrogation, or at some later point in the verbal interchange, should it be indicated that the suspect is willing to talk and willing to be sworn.  The agent should not emphasize the oath aspects of the transaction at the possible risk of rendering the statement inadmissible.

6-4.8. Procedure for Administration of Oaths


a. Whether an oath is administered at the outset of an interview, as above or at the conclusion of a written statement, it should be done with a formality befitting the occasion.  At the time the oath is administered the affiant and the person administering the oath must be in each other’s presence.  As stated in the Manual for Courts-Martial, United States, 2000 there is no particular procedure, which must be used in administering the oath.  Any procedure, which appeals to the conscience of the person to whom the oath is administered and which binds him to speak the truth, is sufficient.  Among the customary procedures are (1) requiring the person taking the oath to place a hand upon a Bible while the oath is administered or (2) raising the right hand by both the individual administering the oath and the person taking the oath at the time of reciting thereof and the response thereto.  The second procedure above will usually be the most practicable for the NCIS Representative and, in general, shall be employed unless there is good reason to the contrary.  Persons who recognize peculiar forms or rites as obligatory, and believers in other than the Christian religion may be sworn in their own manner or according to the peculiar ceremonies of the religion they profess and which they declare to be binding.


b. The Manual for Courts-Martial (MCM), United States, 2000 does not contain an explicit form of oath for use in connection with the statements of witnesses taken outside the judicial procedure as contemplated herein; however, there is legal authority which states that in this situation the form of oath prescribed for witnesses in an Article 32 investigation may and should be utilized.  This form is as follows:

"You swear (or affirm) that the (statement given by you is) (evidence you are about to give shall be) the truth, the whole truth, and nothing but the truth.  So help you God."  An affirmative response validates the oath.

Note: In the case of affirmation, the words "So help you God" are omitted.


c. Where a written, sworn statement, also called an affidavit, is obtained, it is to be authenticated by the NCIS Representative who administers the oath, after the affiant has signed it and has been duly sworn.  The following form of jurat shall be used.

Sworn to and subscribed before me this _____________day of __________________ in the year________________at____________________________________________________ 

____________________________________________________
Representative, Naval Criminal Investigative 
AUTH:  DERIVED FROM ARTICLE 136, UCMJ
(10 U.S.C. 936) AND 5 U.S.C. 303

WITNESS:

_______________________________

d. The authority conferred on NCIS Representatives to administer oaths is intended to be applicable only to those persons who are regularly assigned to investigative duties, including supervisory personnel.  It shall not be used as a basis for requesting the issuance of credentials to other persons not engaged in investigative duties in order to provide them with authority to administer oaths.

6-4.9. Documenting the results of an interview or interrogation.  When a victim, witness or suspect provides information, but a statement is not reduced to written form, the results will be reported via Investigative Action (IA) format (see NCIS-1, section 2506.1).  This IA should contain all the details provided by the interviewee, including what rights, if any, were advised and why a written statement was not executed.  In the case of suspects who waived their rights in writing, the acknowledgement and waiver of rights form should be appended to the IA.

6-5.
INVESTIGATIVE NOTES

6-5.1.  Notes are the tools used in building a case.  They should supply information, which together with the statements and the documentary and physical evidence obtained during an investigation, will facilitate preparation of a complete report.

6-5.2.  The method of taking notes will be left to the discretion of the agent as long as the notes identify persons interviewed, their residence and business address, dates and places of interview, and reflect all pertinent material information developed.  Notes should always be comprehensive, accurate, and neat.

6-5.3.  More detailed notes concerning the substance of pertinent information developed are required when no signed statements are obtained.  Where signed statements are obtained, the notes need not repeat the substance of the statement but should supplement it by showing any pertinent information furnished not included in the statement.

6-5.4.  Recording only one interview on a sheet of paper will permit flexibility of handling when results of interviews are being arranged in logical order for preparing reports.  This practice will also assist in confining use of notes at a trial to just those, which relate to a particular subject matter.

6-5.5.  When interviewing friendly witnesses it may be expedient to make notes during the interview.  Such persons are usually anxious to impart information and will not object to its being recorded and will consider note taking as an acknowledgement of the importance of what they have to say.

6-5.6.  When interviewing hostile witnesses or indifferent witnesses whose attitude may be doubtful, the agent generally should not produce his notebook until he is satisfied that the person has first orally related all pertinent information of which he has knowledge.  Then the agent can record the pertinent information in either statement or note form, or both, and the person interviewed can be assured that such procedure serves as a protection for him in providing an accurate record of the information, which he has already orally furnished.

6-5.7.  Lengthy interviews may require the taking of copious notes long before the person interviewed has first orally covered all pertinent information.  In such cases a notebook or pad might be produced for the purpose of recording a number, formula, amount, or similar information, which the agent could not normally be expected to remember.

6-5.8.  If notes are not made during the interview they should be made immediately after the interview while the conversation is still fresh in the agent's mind.

6-5.9.  Identification of notes by dating, initialing, and placing the case file number on each page will prevent intermingling of notes relating to different cases and, when necessary, will permit use at trial.

6-5.10.  Inspection of the notes of agents assisting in an investigation should be made by the “Case or Control Agent” in charge of the investigation to assure maintenance of proper notes.  Notes should be preserved.  One method is to place them in an envelope appropriately labeled and filing them with exhibits obtained during an investigation, at least until such time as the case is disposed of or it is certain that no further use of them will be necessary.  It should be borne in mind constantly that full and complete notes are essential for effective investigation and good investigative reports.  Although note taking should never be allowed to retard progress of an interview, the agent should make accurate notes, abbreviated if necessary, of material pertinent to the investigation.  Should a person refuse to talk if notes are taken, the agent should complete the interview as previously mentioned and later record all pertinent information while it is fresh in his mind, at the first convenient opportunity following the interview.

6-5.11.  Jencks Act Material.  The Jencks Act, provides, in part, that after a government witness has testified on direct examination the court shall, on motion of the accused, order the production of any statement of the witness, in the possession of the United States, which relates to the subject matter to which the witness testified.  (See 18 USC 3500.)  Failure of the government to comply with the order to produce the statement will result in the testimony of the government witness being stricken from the record.  The term statement is used in its broadest sense.  When a written, recorded observation, no matter how informal, is transferred to a government agent for the purpose of imparting information and is orally verified by its author as to its truth and accuracy, the writing becomes a statement as contemplated by the Jencks Act and is destroyed by the government at its peril.  All statements, notes, drawings, outlines, and other transcribed or recorded information (i.e. tapes of a dictated statement) which come into the possession of a Special Agent during the course of an investigation and which might be conceived of as being adopted or verified by a potential witness for the government, must be retained with the case notes.  These case notes should be preserved until the case has been processed through the appeal system, should the suspect be convicted at trial.  Questions regarding specific matters concerning a particular trial should be addressed to the prosecuting attorney, trial counsel, or NCISHQ (000J) as appropriate.

6-6.
REFERRED INVESTIGATIONS

6-6.1.  Inherent in the NCIS investigative and liaison role in criminal and counterintelligence matters there is a responsibility to ensure that those investigations properly of interest to the Department of the Navy or higher authority which are referred by NCIS to other agencies are adequately resolved and promptly reported to the command concerned.  (The term "referral", in this section, also includes all cases in which another agency is apprised or consulted, and assumes primary investigative jurisdiction.  The mandates of this section are not limited to those cases referred under the 1984 DOD/DOJ memorandum of understanding (DoD Directive 5525.7). NCIS can appropriately discharge this responsibility by strict adherence to a policy, which provides for:


a. Retention of control and active involvement until the investigation is actually assumed by the other agency.


b. Continuing close liaison, with written tracer follow-up as necessary, until investigative action is completed.


c. Uniform procedures for referring, documenting and reporting such investigations.


d.  In matters where there is a Department of the Navy interest, e.g., where a service member is a suspect or where the Navy is victimized or its operations are affected, NCIS components must keep their investigation in a pending status until all investigation is completed by the agencies involved.

6-6.2. NCIS components will maintain an active role, usually by concurrent investigation or, on occasion, through continuing liaison, in all referred investigations until action is completed and reported to the interested command.


a. To preclude loss of continuity and delay in completion of referred investigations, NCIS shall continue the investigation, solely or concurrently, until an affirmative determination has been made by the other agency that investigative interest does, in fact, exist and until positive steps are taken by that agency to assume investigative jurisdiction.  Special attention to continuity should be given those referred investigations in which the U.S. Attorney characteristically finds no prosecutive interest.


b. Notwithstanding such arrangements, there will be cases in which an investigation, initially assumed by another agency, is terminated by that agency prior to resolution.  In such cases, NCIS shall promptly report the actions taken by the other agency to the command concerned for a determination as to whether or not further investigation is necessary to enable command to take appropriate disciplinary, administrative or other action.  Should further investigation be deemed necessary, it shall be conducted by NCIS or referred by NCIS to other authorities as appropriate.


c. The NCIS component making the referral, usually the NCISRA, shall affect a continuing and aggressive follow-up in each referred investigation.  Initial personal liaison shall be succeeded by written tracer action in each case in which the other agency fails to respond or report within a reasonable time (no more than 90 days).  A separate chronological "tickler" file will be maintained by the referring component and will be discarded upon receipt of the final report from the other agency.


d. In each case that requires prompt notification (referral or advisory) to another agency, the mode of initial communication shall be appropriate to the urgency of the situation.  However, it is mandatory that all referrals, assumptions and declinations of jurisdiction be documented and made a matter of record in NCIS Central Files.

6-6.3. All referrals of investigations properly of interest to the Department of the Navy or higher authority (i.e., results thereof are to be reported to the command concerned) shall be documented by Report of Investigation (ROI).  Investigative effort will be considered expended in each such referral even though the initial investigation comprises only the interview of a complainant, a "walk-in" source or a command representative.  Results of preliminary inquiries already completed by command investigators, if properly accomplished and adequately reported, may be documented by inclusion of such report as an exhibit to the NCIS ROI.

6-6.4.  The ROI documenting the initial investigation and the referral shall serve as the written notification to the other agency.

6-6.5.  Reports of investigation and/or advice as to action taken by the other agency shall be forwarded to NCISHQ by ALS/ROI for inclusion in NCIS Central Files.  A copy of the other agency's report or advice as to action taken shall be provided also to the interested command, as necessary, in accordance with existing policy governing transmittals.

6-7.
MAIL COVERS

6-7.1.  U.S. Postal Service Publication 55 outlines the procedures for initiating, processing, placing, and using mail covers.  The sole authority for mail covers is provided in title 39, Code of Federal Regulations, section 233.3.  All concerned personnel should be thoroughly familiar with those provisions with respect to the use of mail covers as an investigative technique, the prescribed conditions that must be met, and the procedures for making such a request.  


a. The use of mail covers is a very sensitive matter and it is essential that careful consideration be given to the factual circumstances involved in each case before a request is made to the regional Inspection Service Operation Support Group (ISOSG), for a mail cover.  Mail cover documents are the property of the U.S. Postal Service and are loaned with the understanding that the documents and related information will be treated confidentially.  Reproduction of mail cover documents is prohibited.  Requests for mail covers must be in writing, addressed to the ISOSG of the postal area involved, and shall be sent directly to the appropriate Postal Inspector in Charge, except as noted in, sub-paragraph 6-7.1.d.  If a cover is requested on both the husband and wife, both names must be included in the request.  If, after the mail cover is authorized, the subject is indicted for any cause during the pending mail cover, the Postal Inspector in Charge shall be immediately notified.  The mail cover request must also stipulate and specify the reasonable grounds that exist which demonstrate that the mail cover is necessary to aid the investigation in progress; a mere statement that the national security is involved or a criminal investigation is in progress is insufficient.  The NCIS Representative, being cognizant of the circumstances involved, may use statements such as “the subject is in possession of highly classified information relating to the national defense and that he is believed to have been in communication with persons whose interests are inimical to those of the United States” or “The subject is believed to maintain correspondence with foreign sources”.  Another example would be a description of the criminal offense, i.e., using the U.S. mail to receive "payoffs" or "kickbacks" in connection with procurement frauds or the selling of advancement examinations or preferential duty assignments.


b. Aliases or Fictitious Names.  A request for a cover on mail addressed to the known resident of a particular address, including any aliases or fictitious names being used by that person, must provide a statement establishing the necessity for coverage of all mail intended for delivery at that address, and that it is known through investigation that only the subject (of the mail cover) resides and receives mail at that address.  If, however, persons other than the mail cover subject reside at that address, their names must be listed and a statement included that all mail addressed to them is to be excluded from the mail cover.


c. As in all mail cover requests, in addition to specifying the reasonable grounds demonstrating the necessity for the cover, the information should include the number of days the cover is desired; the name and address of any known attorney for the subject, if any; whether the subject is under indictment; and a statement that only first class mail should be covered, unless it is specifically necessary that other classes of mail be included.


d. Internal Security Investigations.  All requests for mail covers in cases involving protection of the national security shall be prepared in duplicate, addressed to the Chief Postal Inspector and forwarded to Director, Naval Criminal Investigative Service (Attn: Code 0022).  All requests will be reviewed at NCISHQ to assure conformance with current instructions, and if approved, submitted to the Chief Postal Inspector for decision.  The Chief Postal Inspector will determine if placement of a mail cover is warranted, and if so, will order placement through the appropriate Postal Inspector in Charge and advise NCISHQ of the action taken.  Once a mail cover has been duly ordered, authorization may be delegated to any officer in the postal service to transmit mail cover reports directly to the requesting authority.  Where at all possible, the transmitting officer will be a Postal Inspector.  In the event the justifying explanation requires the request to be classified, it is suggested that notation be made to the effect that the subject's name and address are not considered classified for purposes of the mail cover.


e. Mail covers should be limited to not more than 30 days and canceled if the information sought is obtained from other sources prior to the expiration of the 30-day period.  If extensions are necessary, additional 30-day periods may be requested under the same conditions and procedures applicable to the original requests.  Investigations involving protection of the national security, the initial request can stipulate a time limitation to 120 days. The U.S. Postal Service will authorize extensions on a case-by-case basis.


f. All mail cover information on Postal Service Forms 2009 received from the Postal Inspection Service must be returned within 60 days to the Postal Inspection Service Officer from whom received unless an extension has been requested and approved.


g. The procedure for requesting a mail cover outside CONUS is addressed in chapter 28, Section 2803.8(b)(5) of this manual.

6-7.2.  Do not use the term "mail cover" to report the results of a mail cover in an IA.  The IA should be titled, “Postal Official’s Findings”.  The first paragraph of the IA will include “A Post Official, who is in a position to observe the names and addresses of Subject's correspondence, advised he received the following correspondence (list as appropriate) or reported nothing pertinent to this investigation (if applicable).” 

6-7.3.  Pertinent U.S. Postal Service mail cover provisions can be found in U. S. Postal Service Publication 55.  Each NCIS Field Office should have a copy of the publication.

6-8.
HOTLINE COMPLAINT INVESTIGATIONS

6-8.1.  The Naval Inspector General (NAVINSGEN) and the Inspector General of the Marine Corps (IGMC) initiate requests directly to NCISHQ for investigation based on Department of Defense (DOD) and General Accounting Office (GAO) Hotline complaints.  Additionally, NAVINGSGEN manages and controls the Navy Hotline Program and will initiate requests directly to NCISHQ based on those complaints.  NCISHQ will prepare a NOR and forward the information to the appropriate NCISRA for response by ROI (ONLY) or by submitting an ALS(OPEN).  These investigations will be Priority (II).  

6-8.2.  A hotline complainant who has been identified, but wishes to remain anonymous, will be treated as an Identity Protected Witness.  A written copy of each DOD, GAO or Navy hotline complaint is usually provided to NCISHQ and will, absent unusual circumstances, be provided to the lead NCISRA(s).  There are no restrictions on allowing the cognizant command to review the complaint or to make the complaint an exhibit to resulting ROI's if the identity of the cooperating witnesses is protected.

6-8.3.  To allow for more efficient control and retrieval of hotline investigations, project indicators "NH", "MH", and "DH" are used in the CCN of all investigations originating from a DOD, GAO or Navy Hotline complaint.  The "NH", "MH", and "DH", project indicators should not be used in investigations resulting from complaints received through command sponsored hotlines. NCIS-1, Section 2505.8a(5)(a) provides additional guidance.

6-9. GRAND JURY MATTERS
6-9.1.  BACKGROUND - The grand jury process exists as primary security to the innocent against hasty, malicious and oppressive prosecution.  Under the Fifth Amendment to the Constitution of the United States, "no person shall be held to answer for a capital, or otherwise infamous crime, unless on a presentment or indictment by a Grand Jury..." Rule 7, Federal Rules of Criminal Procedure (FRCP), requires that an offense punishable by imprisonment for more than one year must be prosecuted by indictment unless indictment is waived.  The Fourteenth Amendment to the U.S. Constitution does not require States to initiate criminal prosecutions by grand jury indictment.

6-9.2.
DESCRIPTION AND FUNCTIONS - The grand jury may be composed of 23 but not less than 16 jurors.  An indictment, commonly referred to as a "true bill," can only be returned upon the concurrence of 12 or more grand jurors.  The term of the grand jury may vary from district to district, however, it may serve no more than 18 months.  Those who may be present at a grand jury proceeding include only the jurors, government attorney, witness, interpreter and stenographer.  The counsel for a witness is specifically excluded.  The federal grand jury functions as an investigative body under the direction of the United States Attorney, but is supervised by the Federal Court.  The scope of the investigatory powers of the grand jury are unlimited by rules of propriety or forecast of possible results.  A grand jury investigation can be triggered by newspaper reports, hearsay, rumor, etc., and may be conducted as a very broad investigation before it determines whether an indictment should be returned.  The grand jury is generally unrestricted by technical, procedural or evidentiary rules; i.e., hearsay evidence is clearly admissible.  Illegally obtained or otherwise incompetent evidence is also admissible, however, a witness cannot be questioned on the basis of an illegal interception of an oral or wire communication.  An abundance of caution should be exercised in submitting any evidence to the grand jury.

6-9.3.  INVESTIGATIONS - Federal grand jury investigations demand special attention to the FRCP, especially Rule 6 that establishes procedures for the purpose, operation and control of information emanating from deliberation of the grand jury.  This guidance, because of multiple variances in rules and procedures, shall not address state grand juries but shall be limited to discussion of federal grand juries only.  The Special Agent must depend on the guidance of prosecuting attorneys in the handling of state grand jury material.  Suffice it to say that the main principle that should concern the Special Agent is the safeguarding of information that is produced by any grand jury, be it federal or state.  The Special Agent must learn to rely heavily upon the guidance of the prosecuting attorney in preventing the unauthorized disclosure of sensitive information produced by the grand jury process.  The principles of secrecy and disclosure to only those persons necessary to complete an investigation must be instilled in all persons asked to participate in grand jury investigations.  Conversely, grand jury investigations frequently produce information which is vitally important to navy commands and seat of government authorities as it has bearing on the functional management of commands and programs and may have significant impact upon the combat readiness in the Navy.  Because of the NCIS responsibility to alert Navy management authorities regarding a problem that may impact on mission accomplishment, it is incumbent upon the Special Agent to do everything possible to make this information available.  Strict adherence to federal statutes and rules is imperative, but expanding the scope of what is not releasable during an investigation, without just or reasonable cause, can impede the notification requirement that has been placed on NCIS.  See section 0709.9 regarding advice of rights to targets and subjects of grand jury investigations.

6-9.4.  GRAND JURY SUBPOENA - The power of the grand jury subpoena is pervasive and can be an effective tool when properly used by the investigator.  A preliminary showing of reasonableness is necessary for the issue and enforcement of the grand jury subpoena.  All persons, institutions or entities within the United States must respond when served with this type of subpoena.  This includes such individuals as the President of the United States, Congressmen and news reporters.  However, because the service of newspaper reporters or other media personnel is a sensitive matter, U.S. Attorneys frequently are required to obtain approval of the U.S. Attorney General before subpoenaing media personnel.  Unlike a search warrant, the owner/holder of the evidence being obtained retains legal title to the evidence (documents etc.) and must have reasonable access to the evidence after it has been transferred to government custody.  It must be emphasized that a grand jury subpoena is not a search or seizure within the meaning of the Fourth Amendment to the U.S. Constitution.  The grand jury may obtain by subpoena virtually all non-testimonial or non-communicative evidence without a violation of a person's Fifth Amendment rights.  For example, the records maintained by an accountant for a client must be produced despite the client's raising Fourth or Fifth Amendment claims.  Also, no Fifth Amendment claim can be exercised to prevent the production of partnership records.  Lastly, a witness who voluntarily testifies before a grand jury without invoking the Fifth Amendment, of which he had been advised, waives the privilege and may not thereafter claim it when he is asked to testify at trial.  In summary, there are three basic tests that must be satisfied for the issuance and enforcement of a grand jury subpoena which are delineated as follows:


a. A subpoena may command only the production of evidence relevant to the investigation.


b. The specification of evidence to be produced must be with reasonable particularity.


c. Production of records covering only a reasonable period of time may be required; i.e., within statute.  Caution should be exercised when serving a subpoena upon a financial institution or other similar public entities since financial privacy law may require the institution or entity to notify the owner/holder of the account or records.

6-9.5. GRAND JURY SUBPOENA ACQUISITION/SERVING - Grand jury subpoenas are issued by a Federal District Court upon the request of an attorney and may be served to any person or entity within the jurisdiction of the United States.  Subpoenas are issued to require the production of documents or objects or the requirement for testimony before the grand jury.  The procedures for requesting a subpoena will vary from judicial office; however, it is considered good practice to submit a written request for a subpoena. A subpoena for records may be simple or complex depending on the nature of the records required satisfying the needs of the investigation. When serving a subpoena, in accordance with standing NCIS policy, it is necessary to insure that the subpoena is served on the person identified on the subpoena and that such service is properly recorded with regards to time and place.  In almost all instances, the return of the subpoena copy relating details of the service must be accomplished in a timely manner.

6-9.6.  PROTECTION OF GRAND JURY MATERIAL - During the course of a criminal investigation, NCIS Special Agents often gather evidentiary material such as books and records or come into the possession of other documents as a result of assisting either a federal or state grand jury, which is conducting an investigation of possible violations of criminal law.  When material which is related to matters occurring before either a federal or state grand jury is in the possession of NCIS Special Agents, it is necessary for case agents as well as supervisory personnel to prevent the unauthorized disclosure of this material.  Rule 6, FRCP establishes procedures for the operation of the Grand Jury. Rule 6 (e), FRCP, is the federal rule, which provides that grand jury proceedings shall be conducted in secret. Maintaining the secrecy of grand jury proceedings is of paramount importance for the following reasons enunciated by the Supreme Court in UNITED STATES v PROCTOR AND GAMBLE CO., 356 U.S. 677, 681, (1958):



(1) To prevent the escape of those whose indictment maybe contemplated.


(2) To insure the utmost freedom to the grand jury in its deliberation, and to prevent persons subject to indictment or their friends from importuning the grand jurors.

(3) To prevent subornation of perjury and tampering with the witnesses who may testify before the grand jury.

(4) To encourage free and untrammeled disclosures by persons who have pertinent information about criminal acts.


(5) To protect the innocent accused who is exonerated from disclosure of the fact that he has been under investigation.


b. In order to guarantee that the secrecy of the grand jury proceedings will be maintained, Rule 6(e) (2), provides in pertinent part:

General Rule of Secrecy. -


A grand juror, an interpreter, a stenographer, an operator of a recording device, a typist who transcribes recorded testimony, an attorney for the government, or any person to whom disclosure is made under paragraph (e) (A) (ii) of this subdivision shall not disclose matters occurring before the grand jury, except as otherwise provided for in these rules.  A knowing violation of Rule 6 may be punished as a contempt of court.


c. Documents and other grand jury material which are subject to the provisions of Rule 6(e) may be disclosed in the following circumstances:

(1) The courts may order the disclosure of grand jury material to government agencies or other parties when the disclosure is preliminary to or in connection with a judicial proceeding and where the need for the disclosure of the grand jury material is greater than the need for continued secrecy.

(2) Disclosure may be made to government personnel who are assisting attorneys for the government in a grand jury investigation.  Government personnel include not only NCIS agents, but also employees of any federal agency who are assisting in the grand jury investigation.

(3) Attorneys for the government may disclose grand jury material to other attorneys for the government.  “Attorneys for the government” under the Federal Rules of Criminal Procedure means any Assistant United States Attorney or Department of Justice attorney working on civil or criminal matters.  Attorneys working for state or local governments are not included in the above exception to the Rule 6(e) prohibition against the unauthorized disclosure of grand jury material.


d. Finally, it should be remembered that a witness who has appeared and testified before a grand jury is not under any obligation pursuant to Rule 6(e) to keep his grand jury testimony secret.


e. Even though the reasons for the grand jury secrecy rules have been clearly defined, the specific materials and information that must not be subject to unauthorized disclosure will not be described.  NCIS agents are to regard the following materials as subject to the 6(e) rule:

(1) Any item, object, documents, records, testimony, or transcript that has been acquired through the use of a grand jury subpoena.  Any disclosure of the aforementioned material shall be guided by the 6(e) requirements and exceptions.

(2) The actual testimony of witnesses before the grand jury.  This does not include statements that are made by a witness outside the grand jury room; however, it is better not to prematurely disclose such statements.  In the event that guidance is needed as to whether such statement can be disclosed to other parties, consult the attorney for the government.

(3) The identities of the grand jury jurors and the results of their votes.

(4) The identities of the witnesses who are expected to testify before the grand jury, however, when their identity has been revealed through the news media, this restriction no longer applies.

(5) Grand jury subpoenas, which may in some jurisdictions be made a matter of public record, shall be maintained under the cover of Rule 6(e) since the identity of witnesses, potential targets, and the nature of the investigation may be disclosed as a result of a review of the subpoena.  It must be emphasized at this point that material delivered directly to the prosecutor or an agent without benefit of the grand jury process, even though incorporated in the grand jury proceedings is not subject to the 6(e) rule.


f. Circumstances where material is obtained by a state grand jury subpoena, the state prosecuting attorney must guide the reporting agent.  The guidance provided by the attorney must be set forth in an ROI/ISR at the time that the individual case is discussed with the state prosecuting attorney and at the time when the state grand jury material is received.


g. All recipients of grand jury material should become familiar with the provisions of Rule 6, with particular attention being paid to the “Exceptions” section of the rule.  In essence, the rule indicates, that it is incumbent upon the individual Special Agent to whom disclosure has been made to ensure that further disclosure of grand jury material will be made in accordance with the letter and the spirit of the law, as well as the instructions of the attorney authorizing the disclosure.  It is NCIS policy that the decision to disclose grand jury material and the manner in which disclosure is made as well as to whom disclosure is made, rests with the attorney; therefore, his instructions to agent personnel must be carefully delineated in any report concerning the disclosure of grand jury material.


h. Using the guidelines set forth supra, all information obtained during a particular reporting period as a result of federal grand jury action will be incorporated in an ROI separate from an ROI reporting non-grand jury material.  This isolation of grand jury material will allow for proper dissemination of non-grand jury information to the requester, etc., while specific control is exercised over the privileged material.  This will further provide for appropriate dissemination of grand jury material after its release by the U.S. attorney without further administrative review.  Every effort will be made to limit the dissemination of sensitive material in investigations involving the use of a grand jury prior to the close of the investigation.  Subsequent disclosure of grand jury material after an investigation is closed will be predicated upon the nature of the material, the instructions or requests for “close hold” made by the prosecuting attorney, and the NCIS’ responsibility to inform key Government officials (normally Director, Naval Intelligence, Naval Inspector General, Chief of Naval Operations, and The Secretary of the Navy) of significant investigations which may have an impact upon Navy Programs and military readiness.  However, it is NCIS policy that grand jury material will not be disclosed without authorization from the prosecuting attorney, and/or the district court, which impaneled the grand jury.


i.  When a grand jury is actively investigating a matter brought before it by NCIS and the agent is about to receive grand jury material for the first time, the agent must determine from the U.S. Attorney, Assistant United States Attorney (AUSA), District Attorney, or Assistant District Attorney, the level of protection that is to be afforded to the material and the persons to whom authorized disclosure may be made.  It is preferable that the instructions from the attorney be in writing, both for handling and disclosure of grand jury material, but this is not absolutely necessary.  As a minimum, however, contact with the attorney must be reported in the next ROI submitted, under a paragraph captioned: “GRAND JURY INSTRUCTION/DISCLOSURE.” It should be noted that interpretation of what documents are grand jury material and the method by which 6(e) material should be handled will vary from one federal jurisdiction to another.  The agent should indicate in his ROI the manner in which 6(e) material is to be handled in the jurisdiction in which the grand jury is convened.  At some point in time, the Government attorney controlling the presentation to the grand jury will submit a disclosure order to the court which will identify those persons who have had access to 6(e) material generated during the course of the investigation.  As a result of this requirement, records of persons within NCIS who have had access to grand jury material must be maintained.  When authorized by the attorney, the case reporting agent, the immediate field supervisor, the appropriate NCISHQ case reviewer and the immediate NCISHQ supervisor must be included on the 6(e) order, by position identifier if possible.  Most attorneys will require actual names rather than position identifiers/titles.  The instructions of the attorney with regards to the disclosure of actual grand jury material are governing.


j.6(e) material, which includes all ROIs, grand jury transcripts, documents seized under grand jury subpoenas, or any other documents which directly or indirectly report/record grand jury investigative proceedings, must be isolated from other files containing non 6(e) material.  Complying with Rule 6(e) and preventing the unauthorized disclosure of grand jury material must, in all cases, be of prime consideration.  In instances where a component holds numerous separately identifiable documents (more than 20 such documents) containing 6(e) material, it is desirable that an individual within the component be designated as the Grand Jury Material Custodian.  This person should maintain custody of all 6(e) material and a system of accountability should be initiated.  This system must be in sufficient detail to identify the documents pertinent to each case and the identity of persons who have had access to the documents on any given date.  Release of the 6(e) material should only be made with the approval of the AUSA concerned and should be carefully documented/reported.

6-9.7 REPORTING GRAND JURY MATERIAL

a. When it becomes necessary to include federal grand jury material in a report, all ROIs containing grand jury material are to be stamped with or bear the warnings: “GRAND JURY MATERIAL-DISSEMINATE ONLY PURSUANT TO RULE 6E(A), FEDERAL RULES OF CRIMINAL PROCEDURE.” When a stamp is used, the stamp should be affixed to the first and last page (body) of the ROI.  If a stamp is not being used, then the ROI should reflect, in all capital letters, the prescribed warning on the first line(s) of the body of the ROI; i.e., in the first line below the NI title of the ROI.  Under no circumstances shall grand jury material be transmitted electrically.  All such material must be transmitted via registered mail (return receipt requested) to a specific person to whom disclosure has been authorized in accordance with the instructions of the local attorney.  When mailing grand jury material it should be addressed by name to the appropriate authorized individual. Grand jury material which contains information relevant to maintenance of good order and discipline within the Navy, identifies financial obligations due and owing to the Navy, and/or furnishes evidence of contractual impropriety within a Navy issued contract, is of direct interest to the Navy.  When the 6(e) Rule no longer applies and when NCIS Special Agents are aware of the existence of such material, it is incumbent upon NCIS Special Agents to obtain this material.  Upon receipt of access authorization, NCIS will make such material available to the appropriate Navy authorities at the earliest possible date.  Negative responses to requests for access must be reported in an ROI and must include the identity of the person(s) denying the access and the rationale for the denial.
b. Grand Jury reporting will not take place during the pendency of an investigation.  All electrically transmitted case updates should provide sufficient information to enable required briefings.

c. Grand Jury actions will be recorded via ROI (SUPP), following the submission of the ROI (CLOSED).  The Grand Jury ROI (SUPP) and 6(e) material are required to be forwarded via U.S. Registered Mail in the following manner:

(1) ROI (SUPP) will record ONLY the Grand Jury series of events.

(2) ROI (SUPP) will include the Grand Jury Caveat: "Grand Jury Material - Disseminate Only Pursuant To Rule 6E(a), Federal Rules of Criminal Procedure."

(3) Include ONLY those Grand Jury documents which directly contributed to, and report the results of, prosecution(s). Examples:  Grand Jury Evidence directly related to the outcome/prosecution(s), Grand Jury Subpoenas and Judgment Orders.  No other Grand Jury documents should be forwarded to NCISHQ. 

(4) Forward the ROI (SUPP) to NCISHQ, double wrapped via registered mail. 

 The inner envelope should display the following:

(a) Grand Jury Caveat on front and back

(b) NI Title

(c) CCN

(d) Identify the contents, i.e. NENP ROI (SUPP) dated 01OCTXX

The outer envelope will be addressed to the appropriate Code at NCISHQ to the attention of an authorized person listed on the Grand Jury Access list. 

6-10. NAVAL AUDIT SERVICE REPORTS OF AUDIT FINDINGS
6-10.1.  The Naval Audit Service (NAVAUDSVC) advises commands by short form reporting format that suspected fraud or other illegal activities were identified during an audit at the command.  The NAVAUDSVC reporting format, commonly referred to as a "Fraud-Letter", describes to the command the suspected offense that surfaced during the audit and recommends that the command refer the matter to the NCIS for investigation.  Information copies of these fraud letters, which originate at NAVAUDSVC regional offices, are forwarded to NCISHQ and to the NCISRO of the affected command.

6-10.2.  To ensure that these fraud letters are handled consistently throughout the NCIS, the NCIS will take the following administrative action:

a. Upon receipt of a NAVAUDSVC letter, the NCISRO will forward a copy of the letter by an "ONLY" ALS to the NCISRA servicing the affected command.  An information copy will be forwarded to NCISHQ.


b. The NCISRA will affect liaison with the command to determine if an investigation is warranted.  


c. If an investigation is not initiated, the NCISRA will report this decision by NOR to the NCISRO/NCISHQ.  The title for the NOR will identify the affected command and the fraud letter number.  For example, "I/NAVSTA, SAN DIEGO, CA/ALLEGATIONS OF ILLEGAL ACTIVITIES REPORTED IN NAVAUDSVC LETTER NO.  ____________." A copy of the NOR will be forwarded by NCISHQ to the Naval Inspector General for further review and disposition.


d. If an investigation is initiated, some mention of the results of the NAVAUDSVC effort and the number of the fraud letter should be included in the ALS(OPEN).  For example, "THIS INVESTIGATION REFERS TO NAV AUDSVC LETTER, DATED ____________, CONTROL NUMBER ____________."


e. A copy of the NAVAUDSVC fraud letter should be made an exhibit to the NOR or the OPEN ALS.

6-11. PROCEDURES FOR OBTAINING DEPARTMENT OF DEFENSE INSPECTOR

         GENERAL SUBPOENA
6-11.1.  Scope of the Inspector General Subpoena Power.


a. While federal regulatory agencies have long been empowered to issue subpoenas in furtherance of their regulatory powers, the Inspector General Act of 1978 and its extension to the Department of Defense (DOD) by Public Law 97-252, now provide subpoena power to nonregulatory agencies in order to supplement the audit and investigatory authority of the agency.  (See 10 USC, Chapter 4.)  Section 6(a)(4) of the Inspector General Act of 1978 enables the DOD Inspector General to require by subpoena the production of all information, documents, reports, answers, records, accounts, papers, and other data and documentary evidence necessary in the performance of the functions assigned by this Act.

a. Generally, the subpoena power will apply to four categories of records:

(1) Business: The act enables the Inspector General to require production of any business record, even those which are not normally made available under the audit clause of a contract.  Furthermore, records may be obtained from corporations and subcontractors who may not be subject to the audit clause provisions of a particular contract.

(2) Personal: An individual can be required to produce any records within his personal possession; including tax returns, bank statements, and employment records.  For example, personal records of a corporate officer can be obtained, in addition to business records of the corporation.

(3) Financial Institutions: Banks, credit unions, loan companies, and credit card companies can be required to produce the financial records of any customer.  However, the Right to Financial Privacy Act of 1978, where applicable, must be strictly complied with.

(4) Governmental: A state or municipal government body or agency can be required to produce relevant documents.  The subpoena power is not available to obtain records and information from other federal agencies.

6-11.2. DODIG Subpoena preparation and procedures are detailed in NCIS-6, Chapter 14.  Forms used in the subpoena process can be found on-line under the NCIS intranet homepage http://infoweb.ncis.navy.mil/23a/subpoena_templates.htm
Clicking on Departments under the infoweb homepage and choosing Economic Crimes can reach this site. 
6-12. RIGHT TO FINANCIAL PRIVACY ACT
6-12.1.  The Right to Financial Privacy Act of 1978. (See 12 USC 3401) governs Government access to financial records. The purpose of the Act is to protect customers of financial institutions from unwarranted government intrusion while at the same time permit legitimate law enforcement activity.  Basically, the Act provides that records from a financial institution may be obtained by one of five authorized means: (a) valid written customer authorization; (b) administrative summons or subpoena; (c) valid search warrant; (d) judicial subpoena; or (e) formal written requests.  A financial institution is generally prohibited from releasing a customer's financial records until the federal agency seeking the records certifies in writing to the financial institution that it has fully complied with the Act.

6-12.2.  It is important to note that only a narrow class of records is covered by the Act (i.e., "financial records" pertaining to a "customer" obtained from a "financial institution").  Institutions not covered by the Act include: bonding companies, credit bureaus, the U.S. Postal Service, and Western Union.  Financial records not covered by the Act include: forged or counterfeit financial instruments; records relating to an account established under a fictitious name and contents of a safe deposit box sought pursuant to a search warrant.  Access to basic identifying account information, limited to name, address, account number, and type of account, is permitted by means outside of the above five access mechanisms.  (enclosures (2) and (9) to DOD Directive 5400.12 which is an attachment to SECNAVINST 5500.33.)

6-12.3.  DOD Directive 5400.12 of 6 February 1980 and SECNAVINST 5500.33 of 23 June 1980 implement the Right to Financial Privacy Act for the Department of Defense and the Department of the Navy.  They apply to all NCIS Special Agents seeking access to financial records maintained by financial institutions.

6-12.4.  NCISFO ANNUAL REPORTS REQUIREMENT.  Pursuant to the requirements of SECNAVINST 5520.33 and the law underlying the Instruction, each Naval Criminal Investigative Service Field Office is tasked with compiling an annual report setting forth the details of Government use of this technique.  The report shall be prepared on DD Form 2563, JUN 92 entitled “DEPARTMENT OF DEFENSE RIGHT TO FINANCIAL PRIVACY ACT OF 1978”, and submitted to the Special Assistant for Legislative & Judicial Affairs (NCISHQ -OOOJ) by 15 January each year.
6-12.5 A detailed discussion of the Right to Financial Privacy Act will be found in NCIS-6, Chapter 4. 

6-13. FAIR CREDIT REPORTING ACT
6-13.1.  The Fair Credit Reporting Act requires that consumer reporting agencies adopt reasonable procedures to protect the confidentiality, accuracy, and proper use of credit, personnel, insurance, and other information collected for use in the commerce of the United States.  (See 15 USC 1681.)  The Act imposes certain restrictions on both credit and consumer reporting agencies and users.  The Act defines consumer reporting agency as any person or organization which, for monetary fees, dues, or on a cooperative non-profit basis, regularly engages in the practice of assembling or evaluating consumer credit or other information for the purpose of furnishing that information to third parties.  The Act provides for both civil and criminal penalties for violations by the consumer reporting agency and the user.  Those sections of the Fair Credit Reporting Act, which affect investigations conducted by Special Agents of this Service, can be found at 15 USC 1681b.  Permissible purposes of reports: A consumer reporting agency may furnish a consumer report under the following circumstances and no other:


a. In response to the order of a court having jurisdiction to issue such an order.


b. In accordance with the written instructions of the consumer to whom it relates.


c. To a person, which it has reason to believe:

(1) Intends to use the information in connection with a credit transaction involving the consumer on whom the information is to be furnished and involving the extension of credit to, or review or collection of an account of, the consumer; or

(2) Intends to use the information for employment purposes; or

(3) Intends to use the information in connection with the underwriting of insurance involving the consumer; or

(4) Intends to use the information in connection with a determination of the consumer's eligibility for a license or other benefit granted by a governmental instrumentality required by law to consider an applicant's financial responsibility or status; or

(5) Otherwise has a legitimate business need for the information in connection with a business transaction involving the consumer.

6-13.2. Disclosure to governmental agencies:  Notwithstanding the provisions of 15 USC 1681b, a consumer reporting agency may furnish identifying information respecting any consumer, limited to his name, address, former addresses, places of employment, or former places of employment, to a governmental agency.  (See 18 U.S. Code 1681f.)

6-13.3.  With the exception of present and former addresses and employment authorized in section 1681f, consumer reporting agency information will not be solicited by NCIS personnel or reported in NCIS documentation unless the requirements of section 1681b have been met, i.e. court order or customer consent obtained.  Any use of consumer reporting agency information which is authorized by that section, i.e. information collected during a pre-employment investigation of an agent applicant or any investigation of an NCIS employee is reportable in NCIS documentation.

6-14. EYEWITNESS IDENTIFICATION 
6-14.1.  GENERAL.  The identification of criminal offenders by eyewitnesses is one of the most important techniques available to Agents in apprehending and convicting Federal law violators.   If the eyewitness' in-court testimony is suppressed because of improper pretrial identification procedures, or is subject to impeachment because of questionable practices used by the Special Agent when the pretrial identification was obtained, it will be of little value.  The guidelines which follow have two important purposes: to assure the admissibility and credibility of eyewitness identification testimony, and to make certain that all identifications are the product of the honest, independent recollection of the witness.  These rules reflect and incorporate constitutional requirements as interpreted by the Federal courts and the Military Rules of Evidence (MRE).  In addition, policy considerations have been included which are believed helpful in achieving the purposes stated above.

6-14.2.  LINEUPS.


a. When Conducted.  A lineup should be held only when clearly necessary.  Such a case is one in which identification by a witness is a critical factor, and the witness is so unfamiliar with the accused that identification is uncertain.  Other significant factors, which may be considered by the Agent in making a determination of whether to conduct a lineup, are:

(1) Other Evidence--If the Government possesses a significant amount of other evidence, such as an admission of a codefendant, a confession, or physical evidence, eyewitness identification may be unnecessary and consideration should be given to foregoing a lineup.  This is especially true when the eyewitness' recollection is weak.

(2) If the witness relates the inability to specifically identify the suspect even if see again in a lineup.

(3) Unusual Appearance of Suspect--If the suspect's appearance is uncommon or unusual, and difficulty is experienced locating suitable elimination participants; consideration should be given to not holding a lineup.

(4) Prior Knowledge--If the witness is acquainted with the suspect and recognized him/her during the offense, a lineup may be unnecessary.

(5) Inconvenience--If the suspect is in custody a great distance from the witness, a lineup may not be feasible.  Consideration should be given to using photographic identification procedures.

(6) Uncooperative Suspect--It may be unwise to hold a lineup if the defendant threatens disruptive tactics.

(7) Consultation with Trial Counsel or U.S. Attorney--If there is any uncertainty about the necessity or wisdom of conducting a lineup, the Agent should seek the advice of the U.S. Attorney (USA) or Trial Counsel (TC).


b. Defense Objections to Proposed Lineups.  If defense counsel raises objections or in any other manner obstructs the proposed lineup, defense counsel should be advised to discuss the matter with the USA or TC.


c. Right to Counsel.

(1) Civilian.  The legal right to the presence of a lawyer at a lineup exists only if the lineup takes place after arrest or the initiation of formal prosecution, and the lineup is connected with the offense for which the suspect has been arrested or charged.  This is true whether the arrest is made with or without a warrant, and whether the filing of a complaint or information, or the return of an indictment initiates prosecution.

(2) Military.  Military Rule of Evidence 321 provides: An accused or suspect is entitled to counsel if, after preferral of charges or imposition of pretrial restraint ... for the offense under investigation, the accused is subjected by persons subject to the code (UCMJ) or their agents to a lineup for the purpose of identification.  When a person entitled to counsel under this rule requests counsel, a judge advocate... shall be provided by the United States at no expense to the accused or suspect and without regard to indigency or lack thereof before the lineup may proceed.  The accused or suspect may waive the rights provided in this rule if the waiver is freely, knowingly, and intelligently made.


d. Lineups Prior to Arrest or Initiation of Prosecution.

(1) Civilian.  If a civilian suspect voluntarily appears in a lineup before the arrest or initiation of prosecution, or is compelled to appear per a court order or grand jury subpoena, he/she shall be informed that he/she may retain counsel for the lineup if he/she wishes, but that he/she has no legal right to counsel and one will not be appointed to represent him/her.

(a) Lineup Acknowledgement and Waiver of Rights.  If the suspect fails to retain counsel, it is not necessary to obtain a waiver or execute NCIS Form 5580/16(1/2001) Lineup Acknowledgement and Waiver of Rights (Civilian) formerly NISFORM 036. The lineup may be held without the presence of a defense attorney.

(2) Military.  Military suspects need not be advised that they may have an attorney at the lineup if charges have not been preferred or pretrial restraint has not been imposed for the offense under investigation.


e. Lineups After Arrest or Initiation of Prosecution, Civilian and Military.

(1) Unrelated Offenses - Even after the initiation of criminal charges, a suspect does not have the right to counsel at a lineup relating to other criminal offenses which have not been formally charged.  For example, if a suspect is arrested/apprehended and charged with assault, and is subsequently developed as an auto theft suspect, he would have no legal right to be represented by counsel at a lineup held for witnesses of the auto theft.

(a) If such a lineup is contemplated, the civilian suspect should be informed well in advance of the lineup that he/she has no legal right to an attorney at the lineup and one will not be appointed to represent him/her.  If retained or appointed counsel, or desires to hire an attorney already represent the civilian suspect, he/she should be permitted to do so and have the attorney at the lineup to represent him/her.  If the civilian suspect fails or declines to retain counsel, the lineup may proceed without the presence of a lawyer for the suspect.  In that event, it is unnecessary to obtain a waiver or execute NCIS Form 5580/16(1/2001) Lineup Acknowledgement and Waiver of Rights (Civilian) formerly NISFORM 036.  

(b) The military suspect need not be told that he/she may obtain the services of a civilian or military attorney under these conditions.  Also see section 0705.4.g, NCIS 093, if an interrogation is planned after the lineup.

(2) Same Offense - Civilian and military suspects have the right to a lawyer for any lineup in connection with the offense for which they have been arrested (civilian), or charged (military) or placed in pretrial restraint (military).  If they cannot afford one, they have the right to have one appointed.  No lineup shall be held under this section if the suspect is not represented by counsel or refuses to execute a waiver of counsel.


f. Waiver of Counsel.

(1) Lineups After Arrest/Apprehension or Referral of Charges - If the accused or

defendant has no counsel at the time of the lineup, or his/her counsel has not appeared,  the defendant should be asked if he/she is willing to appear in the lineup without the benefit of counsel.  If he/she is willing, he/she should be requested to waive counsel by signing NCIS Form 5580/16(1/2001) Lineup Acknowledgement and Waiver of Rights (Civilian) formerly NISFORM 036 or NCIS Form 5580/17(1/2001) which is used for Military. 

(2) All investigative forms to include the above are in Microsoft Word templates.
(3) Refusal to Sign Form - If the suspect is willing to appear without counsel, but will not sign the form, his/her words should be written in the blank space below the signature line on the form.  Two witnesses should then sign the form and the lineup held.

(4) Voluntariness of Waiver - To be valid, the waiver must be voluntary.  Agents should not do or say anything, which would make the waiver anything other than the product of the suspect's free choice.

g. Substitute Counsel.  If the suspect is entitled to a lawyer, but is not represented by counsel and refuses to waive counsel, the USA or TC, as appropriate, should be asked to request the court or command to appoint counsel for lineup purposes.  The lineup should not be conducted if the suspect is not represented by counsel and refuses to execute the waiver.

h. Role of Defense Counsel.  The proper function of a defense attorney at a lineup is merely that of an observer.  His/her presence is required to assure intelligent cross-examination of the lineup witnesses later at trial, and to detect anything that might affect the admissibility of testimony about the lineup.

(1) Lawyer's Suggestions - The defense lawyer should be permitted to make suggestions concerning the procedure of the proposed lineup.  The Agent should attempt to incorporate any reasonable suggestion, which promotes the fairness of the lineup.  All suggestions, whether or not adopted, should be noted by the Agent supervising the lineup and included in his/her Results of Lineup (ROL).

(2) Participation During Lineup - The attorney should be instructed not to converse with the lineup participants or witnesses during the lineup.  Any attempts to disrupt the lineup should be noted by the Agent in his/her ROI.  If the attorney for the defendant obstructs the identification, he/she may be excluded from the lineup room.  In the event a defense attorney is excluded, the USA or TC should be contacted before resuming the lineup.

(3) Presence at Moment of Identification - The witness should make the identification attempt while viewing the lineup formation.  Defense counsel should be present, but he/she should not be allowed to communicate with the witness at this time.

(4) Presence at Post lineup Interview of Witness - The right to counsel does not extend to interviews with lineup witnesses after the conclusion of the lineup.  

The suspect's lawyer should be excluded from the post lineup interviews of lineup witnesses.

(5) Contact with Government Witnesses After Completion of Lineup - The lineup witness may be told that he/she may speak with the defense attorney if he/she wishes, but that he/she is under no legal obligation to do so.  The witness' name and address should not be revealed to the defense lawyer without the consent of the witness, unless the Agent has been advised by the USA or TC to do so.

i. Suggested Lineup Procedure.  Whether or not the suspect is in custody, the choice of the location for the lineup should be based upon considerations of maximum privacy and control of the lineup room.  The lineup should be held in a well-lighted room with controlled entrances to insure that the identifying witness does not view the suspect prematurely.

(1) Number of Participants - The persons who will have roles in the execution of the lineup are: the controlling agents, the suspects, the identifying witness, and the persons who will appear in the lineup with the suspect (lineup selectees).  The Agents who decide to hold the lineup should initiate and control the lineup to the exclusion of other command or custodial personnel.  In selecting the persons who will appear in the lineup with the subject, care should be given to choosing persons who bear a reasonable similarity to the suspect.  At least six persons, including the suspect, should be included.  All participants should be of the same race and sex and of similar appearance.  These persons may be selected from ship's company, security personnel, personnel assigned to naval shore units, other personnel as available, or combinations thereof.  Persons known to the witnesses should not be used as elimination participants in the lineup.

(2) Clothing - The lineup selectees and the suspect shall wear articles of clothing which are the same or similar in form and color.  No insignia or indication of rank or rate shall be displayed unless all are wearing the same rank/rating.  The lineup suspect may be compelled to wear distinctive clothing.  All other participants must then wear similar attire.

(3) Voice Identification - The suspect may be compelled to speak for voice identification if all participants are required to state the same words or phrases.  Lineup participants should be required to speak in the order of their lineup number.  None of the lineup participants, including the suspect should be required to identify himself individually when being viewed by the witnesses.

(4) Lineup Positions - The lineup shall normally consist of five lineup selectees and the suspect.  The numbers 1 through 6 shall be assigned to these persons in any reasonable manner.  The lineup selectees and the suspect, after they are brought into the lineup room, shall be formed in a straight line, about a foot apart.  The participants shall be positioned in the lineup in the order of their assigned numbers.  The positioning shall be arranged so that the person assigned to position number one will stand to the extreme left of the lineup as it is viewed by the identifying witness.

(5) Photograph of Lineup - Front and profile (one side) photographs of the lineup participants should be taken and copies should be appended to the appropriate Reports of Investigation.

(6) Viewing Movements - After the identifying witness takes a position where the lineup can be viewed, the witness will be afforded the opportunity to have four views of the persons in the lineup: front, left side, rear and right side.  To accomplish this, the persons in the lineup will be required to perform viewing movements.  The viewing movements shall be performed at the same time by all persons, in response to the direction of an Agent.  The suspect can be compelled to make certain gestures or assume particular poses.  All other lineup participants will be required to do likewise.  Each lineup participant in numerical order should execute the gestures or poses.

(7) Conduct of Agents - Agents participating in or observing a lineup should not do or say anything to call the witness' attention to the suspect.  Agents should not comment on the validity of an identification made by a lineup witness.

(8) Execution of the Lineup - The Agents participating in the lineup should plan their respective responsibilities.  The Agent controlling the members of the lineup shall bring the members into the lineup room and establish the lineup formation.  He/she shall then stand away from the lineup.  This Agent shall advise the other Agent that the lineup is ready.  The identifying witness shall then be brought into the lineup room or to the viewing window.  The witness should face the lineup at a safe distance, accompanied by an Agent who should take a position enabling him/her to provide for the witness's personal safety.  At this point, the Agent controlling the members of the lineup shall direct the members to execute the prescribed viewing movements, pausing between commands.  After completion of the movements, and any required voice identification, gesturing, etc., the members will be facing the witness.  The Agent controlling the identifying witness should then ask the question: "Do you recognize anyone?" If the response is negative or indeterminate, the lineup shall be terminated unless the witness asks for additional movements, voice identification, gestures, etc.  If the witness's reply is in the affirmative, the witness should be permitted to identify the person in his/her own words, e.g., "The second man from the right (or the left, or #2) attacked me." The Agent should then ask (but not by name) the designated person to take a step forward.  After the person has stepped forward, the Agent controlling the witness should ask the witness the question: "Do you identify that (the person who stepped forward) individual?" After the witness answers the question, the procedure shall be terminated.  The witness should be escorted from the room or the viewing window.  In the event of a positive identification, the witness should be asked to execute a signed, sworn statement setting forth the reasons for the identification.

(9) Multiple Witnesses - Multiple witnesses should view the lineup separately.  Care should be taken to segregate the witnesses during the lineup so that they are unaware of the reactions of the other witnesses.


j. Lineups Conducted by Local Authorities.  It is recognized that in some instances local police facilities and personnel might have to be used to conduct a lineup.  In that event, efforts should be taken to assure that the procedures used by the local authorities substantially conform to the procedures outlined above.


k. Refusal to Participate.  An in-custody suspect has no right to refuse to participate in a lineup.  If a suspect refuses to participate or refuses to perform required acts in the lineup (utter certain words, perform certain acts), he/she should be informed that he/she has no right to refuse.  The defendant may be informed that evidence of his/her refusal might be used against him/her at his trial.  If the suspect continues to refuse, consideration should be given to obtaining a military or a court order to compel participation, or employing photographic identification procedures.


l. Detention of Suspects for Lineups.

General - When probable cause for arrest is not present, or when an arrest is not desirable, these possibilities are available to compel the suspect to appear in a lineup: 

(1) Court Order - Upon approval of the U.S. Attorney, an affidavit may be filed with the U.S. Magistrate or U.S. District judge seeking an order compelling the suspect to appear at a designated place and time for a lineup.  The affidavit should contain facts establishing grounds to believe that a federal offense has been committed, that there is reason to suspect that the person named or described in the affidavit committed the offense, and the results of the lineup will be of material aid in determining whether the person named in the affidavit committed the offense.

(2) Grand Jury Subpoena - The U.S. Attorney may be requested to ask the Federal grand jury for a subpoena directing the suspect to appear in a lineup at a designated time and place.

(3) Military Order - Military suspects may be ordered by their Commanding Officer or a senior in the military chain of command to appear in a lineup.

m. Results of Lineup Reporting.  The Agent in charge of the lineup will report the results of the lineup in an IA.  The names and addresses (command) of all lineup participants should be included.  Any suggestions or objections made by the defense attorney or the suspect should be noted, as should all words of identification used by the viewing witness in making the identification.  The roles of all Agents participating in the lineup should also be reported.  A separate witness for each witness is not required.  When the lineup is shown to more than one witness, the appropriate information for each witness, i.e. times of lineup, identification statements by each witness, etc., may be included in one "Investigative Action:  Lineup" exhibit.

6-14.3. SINGLE SUSPECT CONFRONTATIONS.


a. General.  If a suspect is apprehended or placed in temporary detention shortly after the commission of an offense, in the general area of the offense, witnesses for identification purposes may confront him singly.  The single suspect confrontation should take place within minutes, no more than two hours, of the offense.  Although suggestive and done without the presence of counsel, the single suspect confrontation can be a lawful identification.  The courts consider it reliable where the victim or witness had ample opportunity to view the suspect at the time of the crime; provided a detailed, accurate description of the suspect; and the confrontation occurs within minutes of the offense.  Local practice or court rules may require a reduction of the two hour period.  In apprehension situations, preference should be given to foregoing the single suspect confrontation in favor of a formal lineup.  If staging a lineup will cause a substantial delay in the identification attempt, thus reducing the reliability of the identification, or is impracticable under the circumstances, the single suspect confrontation may be used.


b. Confrontation Procedure.  Because single suspect confrontations are inherently suggestive, Agents should take all reasonable steps to assure that confrontations between suspects and eyewitnesses are accomplished as fairly as possible, with a minimum of suggestiveness.  These procedures may assist in reducing the suggestiveness of a single-suspect confrontation: 

(1) Circumstances of Viewing - Agents may be able to arrange the circumstances of viewing to reduce suggestiveness.  For example, the suspect may be positioned with several Agents who are not known to the witnesses.

(2) Informing Witness of Status of Investigation - Agents should avoid telling witnesses about the status of the investigation or the details of the apprehension of the suspect. 

The witness merely should be informed that a person who fits the description of the suspect has been detained for investigation.

(3) Questioning Witnesses - Agents should question witnesses so as to avoid suggesting that the person stopped has been arrested or is the perpetrator of the offense.  For example, "Is this the person?" is preferable to "This is the person, isn't it?"

(4) Commenting on Validity of Identification - Agents should not comment on the validity of an identification made by a witness during a single suspect confrontation.


c. Place of Confrontation.

(1) After Apprehension/Arrest - If a suspect found in the general vicinity of the offense shortly after its commission is arrested/apprehended; the confrontation may take place either at the place of arrest/apprehension, the scene of the offense, or any appropriate place.

(2) During Temporary Detention - If a person found in the general vicinity of a crime shortly after its commission is placed in temporary detention, the confrontation should take place at the location of the stop, assuming suitable lighting and safety conditions exist.  Unless special circumstances exist, or the suspect voluntarily consents, the suspect should not be transported to the scene of the offense or to another location for viewing.

d. Multiple Witnesses.  If there are several witnesses to the offense, consideration should be given to having only one or two view the single suspect (separately, not together).  If the suspect is taken into custody, a lineup may be arranged for the witnesses who did not view the suspect in the confrontation.

e. Right to Counsel.  A suspect who appears in a single-suspect confrontation has no right to be represented by counsel at the confrontation.  It is not necessary for any suspect to execute a lineup waiver during a single suspect confrontation.

f.  If a line-up is contemplated after preferral or confinement, the regular line-up procedures would be followed.

6-14.4. PHOTOGRAPHIC IDENTIFICATION.


a. General.  Courts have held that photographic identifications are not lineups.  Therefore, a suspect has no right to counsel during the display of photographs to witnesses.  Pictures displayed to witnesses can be made available to the trial court at the time of trial.  Any possible unfairness could be detected through cross-examination at that time.


b. Suggested Photographic Identification Procedures.  The display of photographs should not be impermissibly suggestive.  These techniques are provided to assist in that regard:

(1) Number of Photographs - Select a minimum of six photographs, none of which duplicate the others.

(2) Display of Photographs - Arrange the photographs so as to leave only the face visible and to block out any identification numbers or letters which suggest prior arrest/apprehension (as in booking photos).

(3) Similarity of Photographs - Attempt to obtain photographs of persons who resemble each other as much as possible in terms of physical and racial characteristics.  The photo print of the suspect should not be dissimilar to the other prints.

(4) Multiple Witnesses - Display the groups of photographs to one witness at a time.  Ask each witness not to discuss his or her identification of the suspect with the other witnesses.

(5) Comments by Agents - Agents should not indicate in any manner which photograph is that of the suspect.  Agents should not comment on the status of the investigation or the validity of the identification.


c. Results of Photographic Identification.  A written record of photographic displays, for the purpose of identifying a suspect, should be made and attached to the Report of Investigation reporting the photographic lineup.  Except where wholly impracticable, the record should include the following: 

(1) Record of Photographs - All photographs shown to any witnesses for the purpose of identifying a suspect should be made a matter of record.  This is done by making a photographic (or superior xerographic) copy of the lineup photographs and appending copies to the appropriate Reports of Investigation.  In the event identification is made, the original lineup photographs should also all be entered into the evidence custody system.

(2) Identity of Persons Depicted - Identifying information on persons represented in each photograph should be maintained, if known.

(3) Marks or Scratches - The presence of any marks, scratches, folds, writings, or other notable physical characteristics on the photographs should be recorded.

(4) Date, Time and Location of Display - The date, time, and location of each photographic display should be recorded.

(5) Identity of Witness - The name and address of the witness to whom the photographs were displayed should be noted.

(6) Identity of Agent - The name of the Agents who observed or participated in the photo display should be recorded.

(7) Statement - A signed, sworn statement should be taken from each witness who makes a positive identification in a photographic lineup.


d. Photographing juveniles:  The Juvenile Delinquency Act does not bar juveniles from being photographed or fingerprinted, providing the files are safeguarded from disclosure.  The following rules apply to the disclosure of these records:  

(1) Fingerprints and photographs of juveniles who are prosecuted as adults shall be made available in the manner applicable to adults.

(2) Unless a juvenile who is taken into custody is prosecuted as an adult, neither the name nor the picture of the juvenile shall be made public in connection with a juvenile delinquency proceeding.

(3) Fingerprints and photographs of juveniles who are not prosecuted as adults shall be made available only in the following circumstances:



(a) Inquiries from a court of law;



(b) Inquiries from an agency preparing a persistence report for a court;

(c) Inquiries from law enforcement agencies where the request for information is related to the investigation of a crime or a position with that agency;

(d) Inquiries, in writing, from the Director of a treatment agency or the Director of a facility to which a court has committed the juvenile;

(e) Inquiries from an agency considering the person for a position immediately and directly affecting the national security; and

(f) Inquiries from any victim of such juvenile delinquency, of if the victim is deceased, from the immediate family of such victim, related to the final disposition of such juvenile by the court.

6-14.5. REPORTING REQUIREMENTS.


a. Exhibits.  When a lineup is held an Investigative Action (IA) form shall be made an exhibit to the ROI.  When a lineup suspect who has the right to counsel waives that right, a copy of the Lineup - Acknowledgement and Waiver of Rights Form shall be made an enclosure to the IA.


b.  Reporting the Lineup in the ROI.  It is sufficient to report the date and place of the lineup and the results of the lineup stated in terms of a positive, indeterminate, or negative identification of the suspect by the viewing witness.  The attached IA shall contain pertinent details of the lineup.


c. Reporting the Single-Suspect Confrontation.  The results of a single suspect confrontation shall be reported in detail utilizing and Investigative Action: Single-Suspect Confrontation.


d.  Reporting Suspect Identification by Use of Photograph.  Attempts to establish the identity of a logical suspect by displaying photographs to a witness shall be reported in detail in the ROI utilizing an IA:  Photographic Identification.

6-15. ASSISTANCE TO U.S. AGENCIES AND FOREIGN GOVERNMENT ABROAD
6-15.1.  Historically, NCIS has performed a wide range of counterintelligence and investigative functions abroad at the request of other U.S. agencies and foreign governments with whom the United States has friendly relations and mutual interests.  Because of the worldwide extension of DoD Directive 5200.27 controls, insofar as U.S. citizens are concerned, it follows that NCIS is restricted in the kinds of investigative activities it will be able to perform concerning U.S. persons.  However, the efficiency of NCIS performing investigations for other agencies due to NCIS on-site status is recognized.

6-15.2.  This section addresses several kinds of investigative activities, which NCIS can continue to perform, as well as those, which cannot be justified under constraints of DoD Directive 5200.27.


a. NCIS components may continue to respond to valid requests for investigative assistance in areas abroad where NCIS investigative resources are located, when the basis for request from the other Federal agency (FBI, OPM, Customs, DEA, DSS, etc.) is an authorized personnel security investigation for that agency, or is a counterintelligence or criminal matter under the investigative jurisdiction of the other agency.  Under these circumstances, NCIS can continue to furnish other U.S. agencies the results of Checks of our own files, including the DCII (consistent with Privacy Act declarations for routine uses), as well as counterintelligence and criminal information we have collected, or which is made available to us from other agencies concerning such matters as terrorism, drug trafficking, black-marketing, customs violations, espionage and other serious counterintelligence or criminal cases.  Without attempting to catalog all authorized investigative assistance, NCIS may also perform additional activities concerning non-DoD affiliated U.S. citizens abroad, when requested by competent authority, as illustrated by the following:

(1) Assist in the location, but not the arrest, of U.S. persons abroad who are Federal fugitives.

(2) Furnish information to the U.S. Secret Service regarding individuals and organizations that pose a possible threat to officials for whom the Secret Service has protective responsibility.

(3) Provide information regarding the movement of ships and vessels suspected of involvement in illegal activity.

(4) Locate and interview individuals abroad who are witnesses or suspects in investigations being conducted by other Federal, State, or local law enforcement agencies in the U.S.

(5) Provide forensic laboratory support, or other technical, logistic or administrative assistance on a case-by-case basis when permitted under the Economy Act, and not otherwise prohibited by law.


b. While NCIS is permitted under the language of the preceding paragraph to continue to perform a wide range of investigative tasks abroad for other Federal agencies in the interests of economy, it is essential that NCIS components not accumulate non-criminal investigative records on persons not affiliated with the DoD in the process.


c. DoD Regulation 5240.1-R, "PROCEDURES GOVERNING THE ACTIVITIES OF DOD INTELLIGENCE COMPONENTS THAT AFFECT UNITED STATES PERSONS" states that "Assistance may be rendered to law enforcement agencies and security services of foreign governments or international organizations in accordance with establishment policy and applicable status of forces agreements; provided that DoD intelligence components may not request or participate in activities of such agencies undertaken against United States persons that would not be permitted such components under these procedures."

(1) In the application of this policy, it obviously would be improper for NCIS components to obtain and pass on to foreign governments information relating to the manner in which non-DoD affiliated U.S. individuals exercise their First Amendment rights.

(2) At the same time, the general rule cited above will not prevent a number of exchanges of information that NCIS may validly acquire and retain relating to U.S. citizens abroad, as illustrated by these examples:


(a) Information relating to the present or former military or civilian employee status of U.S. citizens abroad or information relating to their true identity may be disclosed.  Obviously, requests regarding personnel presently or formerly involved in U.S. intelligence activities should not be honored, but should be discreetly referred to the appropriate U.S. agency.

(b) Information relating to the involvement of U.S. citizens in criminal activities abroad.  Such acts may include black-marketing, drug trafficking, theft of arms and ammunition from U.S. facilities, crimes against the U.S. government, espionage, sabotage, international terrorist activities and similar acts of a criminal nature.
(c) Forensic laboratory support and field tests of narcotics or other controlled substances.

(3) When a host government requests information of a non-criminal nature regarding a non-DoD affiliated "U.S. Person" residing abroad or in the U.S., the following procedures will be followed: The NCISRO/NCISRA/NCISRU will direct the request to the appropriate operational department at NCISHQ (either 0022 or 0023), setting forth the request and providing as much justification for honoring the host government's request as possible.  If approved at NCISHQ, NCIS personnel will gather the information through investigative efforts primarily through liaison or coordination with other investigative/governmental agencies, as appropriate.  The information will then be transmitted back to the requesting component, with a copy to the NCISRO with specific guidelines as to the use, which may be made of the information provided.  Such requests will be handled in a most expeditious manner at NCISHQ.  These procedures are necessary in order to assure compliance with the spirit and intent of policy and guidelines provided in DoD Directive 5200.27 and DoD Regulation 5240.1-R.

(4) Obviously, all situations requiring the rendering of NCIS assistance to other U.S. agencies and foreign governments cannot be addressed in this section.  There will be unanticipated circumstances arising, which should be referred to NCISHQ (0000J, 0022, or 0023) for resolution.

6-16. ADJUDICATIVE REFERRALS 

6-16.1.  Implicit within its responsibility to conduct investigations of major criminal offenses is the responsibility for NCIS to ensure that results of successfully completed investigations are presented to the appropriate adjudicative authority or agency and that actions or decisions resulting from such presentations are documented.  This pertains to all investigations initiated and conducted by NCIS under case categories 3 through 8, which develop a suspect with the exception of certain subcategories of investigation utilized to report information of a counterintelligence nature (i.e., subcategories 3D, 3E, 3G, 5C, 5G, 5M, 5S, and 5T Furthermore, since a prosecutable case has been presented, the investigation will not be closed until disposition has been reported for all titled Subjects, Co-subjects and corporate subjects via ROI and ALS (DISP).

6-16.2.
Resolved criminal investigations with military personnel identified as Subjects or Co-subjects will be briefed to the military commander having disciplinary responsibility for the individuals.  This briefing will be documented in a ROI (INTERIM).  The documentation will include the name, position, organization of the person briefed, the date of the briefing and the response of the individual briefed.  Merely listing the commands which have disciplinary responsibility for the individuals as "INFO" addressees under the distribution caption on a ROI (INTERIM) that provides case summary or Prosecutive Summary does not satisfy the prosecutive referral requirement.  In those resolved investigations identifying civilians, corporations or companies as suspects, similar documentation of the prosecutive referral is required.

6-16.3.  Referral of investigations of crimes in classified or sensitive programs, defined in Executive Order 12356, paragraph 4.2, to the Department of Justice for prosecutive consideration.  This will be affected without prior coordination or referral to the local United States Attorney.

6-17. DECLINATION OF PROSECUTION BY DEPARTMENT OF JUSTICE/UNITED STATES ATTORNEY 
6-17.1.  The policy set forth in this section is published as directed by the Department of Defense Inspector General Criminal Investigations Policy Memorandum Number 2.

6-17.2.  In all cases investigated by a DoD criminal investigative organization, including joint investigations with other investigative organizations, where Federal prosecution has been declined by DOJ, DoD criminal investigators should ensure that prosecutive declinations by DOJ are memorialized in a manner that encourages, when appropriate, other criminal, civil, contractual or administrative remedies.

6-17.3.  Where it is the practice or intent of a United States Attorney's Office or other DOJ component to issue a written declination, DoD criminal investigators shall seek the inclusion of statements similar to those listed below, when appropriate.


a. Declinations where prosecution standards not met:

"The facts evidence a degree of criminal misconduct on the part of (subject(s)).  However, the case does not meet the United States Attorney's standards required for Federal prosecution.  This declination should not be construed by your agency or command in such a way as to preclude consideration of other available criminal, civil, contractual and administrative remedies.  As the victim of the alleged offense(s), it appears appropriate for your agency or command to consider initiating other available remedies.  These remedies should be discussed with the civilian or military attorneys assigned to your agency or command."


b. Other Declinations:

"The facts as developed to date do not merit criminal prosecution against (subject(s)) by this office because [sic].  This declination should not be construed by your agency or command in such a way as to preclude consideration of civil, contractual, and administrative remedies.  The facts are sufficient to warrant consideration of these other available remedies, and they should be discussed with the civilian or military attorneys assigned to your agency or command."

6-17.4. Where it is not the practice or intent of a United States Attorney's Office or other DOJ component to issue a written declination, DoD criminal investigators shall consult with the prosecutor issuing the declination to obtain his approval in including in the investigative report, when appropriate, a statement similar to those listed in paragraph 0619.3.

6-17.5.  The specific written statement of the United States Attorney's Office or other DOJ component or the investigator's memorandum required in paragraph 0621.4., will be obtained in those investigations where the United States Attorney declines prosecution and the subject is one or more of the following:


a. Federal employee--military or civilian;

b. Individual, company or business entity attempting to do or actually doing business with the DoD; 

c. Employee of an individual, company or business entity attempting to do or actually doing business with the DoD; 

d. Individual, company or business entity (or its employees) acting on behalf of an individual, company or business entity attempting to do or actually doing business with the DoD;

e. Prime contractor, subcontractor at any tier or independent contractor that submits offers for or is awarded, or reasonably may be expected to submit offers for or be awarded, a DoD contract or subcontract under a DoD contract, or conducts business with the DoD as an agent or representative of another contractor.

The assigned investigator should be prepared to assist the prosecutor in preparing the specific written statement.  This may include the preparation of a draft statement, if so directed by the prosecutor.

6-17.6. A copy of the prosecutor's specific written statement or the investigator's memorandum will be included in any interim and final reports of investigation as an exhibit to the prosecutive status section.

6-18. DETAILS AND DISPOSITION INVESTIGATIONS
6-18.1.  The case category relative to the offense for which the suspect was arrested will be utilized for all investigations initiated for the sole purpose of obtaining details and/or disposition of current civil arrests.  The ALS(OPEN) should be specific in stating the coverage requested by command.  The ALS(OPEN) CCN case project code for a request from a Navy or Marine Corps command will be ND for Navy or MD for Marine Corps.  If details and disposition are requested, this must be noted.  The investigation should include obtaining copies of police reports if available or interviews of arresting officers if necessary.  If disposition is requested, attempts should be made to obtain copies of the court or prosecuting attorney's disposition document.  A details and disposition investigation will not be initiated to pursue information surfaced during the course of an ongoing criminal investigation.

6-18.2.  In some cases the command will not need the disposition and no attempt should be made to obtain it except in cases involving serious felony offenses having obvious Naval Military Personnel Command or other SOG interest.  In those cases when a command does request disposition the case must be left open until the court action is completed and the disposition is obtained.  If the command has other means of obtaining disposition, such as a command representative at judicial proceedings or if arrangements are made with the arresting authorities for a Navy detainee and notification of the Navy of the disposition, such information should be reported and a closing ROI may be written.

6-18.3.  If, after appraisal of the command of the details and disposition of the civil arrest, additional investigation is appropriate, such as interrogation of suspects, interviews of corroborating witnesses, or investigation essential for the proper administrative or judicial disposition by the command, then the project code identifier must be changed from ND or MD.  It is NCIS policy to ensure all logical investigation is conducted so that naval authorities can take appropriate action.

6-18.4.  At the time of the initial request for details and disposition of the civil arrest, the command also desires additional investigative assistance, i.e., interrogation of suspects, etc., and then a standard criminal investigation should be initiated.  This may occur because no civil charges will be preferred, or the charges have been dismissed, or for one reason or another the civil investigation has not been brought to a logical conclusion and the subject is not going to be prosecuted by civil authorities.  However, if only details and disposition are requested, then a details and disposition investigation will be initiated regardless of the date of the arrest or the status of the investigation or judicial proceedings.

6-18.5.  In those instances where there are multiple types of criminal offenses and a criminal vice details and disposition investigation is required, the criminal category used should be for the most serious offenses as determined by the table of maximum punishments contained in the Manual for Courts-Martial.

6-18.6.  Investigative resources might be conserved through the increased use of the National Law Enforcement Telecommunications System (NLETS) for obtaining details and disposition of arrests in criminal investigations.  Depending on a number of variables below, this alternative to sending an agent to personally check a record could be an effective timesaver.

6-18.7. Detailed guidance concerning the use of NLETS for record checks can be found on the NCIS InfoWeb page at http://isysweb/isysmenu.html, under NLETS User’s Guide.  It should be noted that details and disposition investigations are considered to be for criminal purposes vice employment and the NLETS Inquiry purpose code PUR/C should be utilized.  This greatly increases the chances an agency will respond to an inquiry.  Basically, a records check inquiry to law enforcement agency via NLETS is an administrative message which the agency may or may not choose to answer.  Although an NLETS message "has the impact of a telegram" and probably will receive more prompt attention than a letter, responses will vary from agency to agency.  Additionally, the response will most frequently confirm the arrest and provide only a brief summary of the details.  For this reason it may be best to request a mailed copy of the arrest report.

6-18.8.  The use of NLETS in details and disposition investigations is encouraged; however, the extent of utilization is left to the discretion of individual offices.  Leads to check agencies outside a NCISRA's area of responsibility should continue to be disseminated to the servicing NCISRA leaving the NLETS decision to that office.

6-18.9.  Care should be taken to ensure that details and disposition investigations are not initiated to obtain information in lieu of or to supplement a personnel security investigation (PSI).  PSI's regarding Department of Navy (DON) personnel are the sole responsibility of the Defense Security Service (DSS) or the Office or Personnel Management.  Should a PSI be found to be incomplete or should it be necessary to prove or disprove subsequent allegations primarily to establish an individual's continuing suitability for a security clearance or trustworthiness for certain assignments, DIS will open a special investigative inquiry upon request.  NCIS activities will not normally expend investigative resources in conducting PSI's or post adjudicative inquiries in matters relating primarily to clearance suitability or trustworthiness matters.

6-19.
FINGERPRINTING OF SUSPECTS 
6-19.1.  DoD Instruction 5505.11, Fingerprint Card and Final Disposition Report Submission Requirements of December 1, 1998 directed all DOD Criminal Investigative Organizations (DCIOs) and DOD Law Enforcement Agencies to submit criminal history data to the FBI (Identification Division).  The DoD Instruction is found at the following Web site:  http://www.dtic.mil/whs/directives/corres/html/550511.htm . SECNAVINST 5580.1, Navy and Marine Corps Submission Procedures for Suspect Fingerprint Cards and Final Disposition Report of September 13, 2000 implemented the DOD Instruction.  The SECNAVINST is found at the following Web site: http://neds.nebt.daps.mil/Directives/55801.pdf . The required submissions pertain to all military service members investigated by the MCIOs for commission of any offense under the Federal Assimilative Crimes Act (See 18 USC 13), charged as a violation of Article 134, UCMJ, which has a maximum punishment of more than one year confinement or any other NCIS-investigated UCMJ violation, and who are the subjects of any resultant judicial or non-judicial military proceeding.  Judicial and non-judicial proceeding is defined as an investigation pursuant to Article 32, UCMJ, a court-martial, or a non-judicial hearing conducted in accordance with Article 15, UCMJ.  Although the instructions address military service members, it is the policy of this agency to submit fingerprints on civilian suspects, in which NCIS is the lead agency and / or it is agreed upon in a joint investigation that NCIS will be responsible for the taking and submission of fingerprints and reporting final disposition.

6-19.2. Offender criminal history data records required under this policy will be initiated by preparation and submission of a standard suspect fingerprint card, FBI Form FD 249 (Sample 18), to the Identification Division, FBI.  The card must be filled out in strict accordance with the instructions on Sample (18) and be typed or clearly printed.  Submission is required even if charges are reduced to a lesser offense.  Submission of the fingerprint cards will not be delayed by pending judicial or non-judicial military proceedings.  The fingerprint cards should be submitted upon notification the suspect will be administered judicial or non-judicial punishment by command.  Further requirements are addressed in the following sub-paragraphs:


a.  The NCISHQ will be responsible for ensuring the print quality is sufficient for acceptance by the FBI for filing.  Therefore, two fingerprint cards will be forwarded to NCISHQ, Code 23CL. If the fingerprints are of insufficient quality, the cards will be returned to the submitting NCISRA to be redone.  The NCISHQ will check for accuracy of information on the cards and for the quality of record prints.


b. The green final disposition forms (R-84/Rev. 7-1-96) will continue to be used as usual and forwarded directly to the FBI by the NCISRAs.

6-19.3. The policy of the NCIS is to obtain at least two inked ten-print cards of the suspect at the time of interrogation for an offense or offenses, per paragraph (1).  Fingerprints obtained during the interrogation process are maintained in the investigative case file until the Adjudicative Authority takes action (judicial or non-judicial).   Once a non-judicial punishment hearing has been held or charges/indictments have been preferred, the two clearest fingerprint cards will be completed and forwarded to NCISHQ, Code 23CL.  If the interrogation is requested from another NCISRA, the lead office will obtain the record fingerprint cards from the suspect at the time of the interrogation, and return them to the control office as exhibits to the RUC ALS.

6-19.4.  At the conclusion of the judicial or non-judicial military proceeding, the control agent/NCISRA will report disposition information by means of the Final Disposition Report sent directly to the Identification Division, FBI.  Disposition information will be filed on the record fingerprint cards if the disposition is known at the time of the submission.  The FBI via NCISHQ supply department will provide fingerprint cards, disposition forms, and preaddressed envelopes at no cost.  NOTE:  A critical step before submitting the R-84 Final Disposition Report to the FBI is to determine what the FBI III number is for the person.  This can be accomplished by an Interstate Identification Index query commonly referred to as a “Triple I” query.  Place the III number on the R-84 prior to its submission.

6-19.5.  CIS policy is to obtain disposition information from the command having disciplinary authority over the suspect for each suspect charged as the result of an NCIS investigation.  The control agent/NCISRA will report the disposition information in the CLOSED ROI and DISP ALS and will forward the Final Disposition Report directly to the Identification Division, FBI, upon completion of the investigation.  The Final Disposition Report and fingerprint cards will be submitted for every investigation in which the command takes non-judicial or judicial action and will be documented in the CLOSED ROI.

6-19.6.  If the suspect (subject or co-subject) is located outside the AOR of the control office, a lead will be sent to obtain the disposition from the respective disciplinary authority.  An ALS will provide the results of the judicial or non-judicial action, sufficient to complete the Final Disposition Report and DISP ALS, to the control office.  The control agent/NCISRA will then close the investigation.  The control office is responsible for the submission of the record fingerprint cards, Final Disposition Report form, and the DISP ALS on each suspect.

6-20. VICTIM AND WITNESS ASSISTANCE PROGRAM
6-20.1.  The principal justification for standards relating to the proper treatment of victims and witnesses is that they are integral to sound law enforcement practices.  Compliance with those standards can enhance our ability to conduct investigations, which survive to plea or trial.  Reinforcing common sense, research findings over time and across jurisdictions consistently indicate that a major cause for case attrition before plea or trial is witness-related problems.  Similarly, research indicates that the probability of conviction increases markedly as the number of cooperative witnesses increases.  If victims and other witnesses are subjected to what they consider poor treatment, they can be expected to offer something less than wholehearted cooperation with law enforcement agencies.  This can have a devastating impact on investigations and subsequent prosecutions.  If they are treated with caring sensitivity to their victimization, the likelihood they will be willing to testify against the suspects increases.

6-20.2.  The Victims' Rights and Restitution Act of 1990 (VRRA) established the Crime Victims' Bill of Rights, as set forth below:

(1) The right to be treated with fairness and with respect for the victim's dignity and privacy.


(2) The right to be reasonably protected from the accused offender.


(3) The right to be notified of court proceedings.

(4) The right to be present at all public court proceedings related to the offense, unless the court determines that testimony by the victim would be materially affected if the victim heard other testimony at trial.


(5) The right to confer with attorney for the government in the case.


(6) The right to restitution.

(7) The right to information about the conviction, sentencing, imprisonment, and release of the offender.

6-20.3. Victims of crime will be treated with compassion, respect, and dignity at all times, and must be informed of certain information during the course of the investigation and prosecution of the crime, if requested.  Overseas, these services pertain only to active duty and civilian employees and their families.

6-20.4.  The Victim/Witness Program consists of four principal areas, the base police or patrol element, the NCIS/CID or investigative element, the NLSO/SJA or trial element, and the brig/prisons or corrections element.  Inextricably linked to these four are medical, counseling, and religious personnel.  The following is a summary of the responsibilities of NCIS special agents in dealing with victims and witnesses of crime:


a.  Determine ahead of time the information that will be used in the blank spaces of the DD Form 2701 informational brochure and routinely carry brochures with you.


b.  Ensure that victims and witnesses are informed of available emergency medical and social services and how to obtain those services, if needed.


c.  Provide information on restitution and compensation to which the victim may be entitled.  It is NCISHQ understanding that victims of crime overseas on military bases may be eligible for compensation through the state Crime Victims' Compensation Office in their home states, depending on individual state law.  A copy of the current crime victim compensation program contact list, which provides the principal point of contact for each state, should be available in the base legal office or the NLSO.  If not, the information will be available through NCISHQ.  A list of benefits, which may be covered by compensation, is in para (5), below.


d.  Provide information on victim counseling and treatment programs which may be available within the local community or from base services, and assistance in making contact with those services, if needed.


e.  Explain the role of the victim in a criminal investigation and prosecution and what may be expected from the system as well as what the system expects from victims and witnesses.  This should not be a detailed presentation on the criminal justice system, but a general idea of how the investigation will be handled and an overview of the prosecutive process.  Should a suspect be identified, the trial counsel will provide more detailed information on prosecution.


f.  Special agents should arrange for victims and witnesses to receive reasonable protection from suspected offenders and persons acting in concert with or at the behest of the offender.  We cannot guarantee safety, and the victim needs to understand that, but we can help the victim determine steps to be taken which will minimize the possibility of further harm from an offender.  See Section 6-23.6, below, for additional information.


g.  If the victim so requests, the case agent or other NCISRA personnel should keep the victim informed of the status of the investigation as long as such information does not interfere with the investigation itself.


h.  Victim and witness should be informed of the apprehension/arrest of a suspect.


i.  Generally the responsibility of the trial counsel, but sometimes falling to the case agent, the victims and witnesses should be also informed of filing of charges against an accused, all court appearances, and the release or detention of an accused pending action.


j.  The law further requires the reasonable separation of victims and witnesses from the accused during the trial.  It is logical that efforts should also be made within NCIS offices to keep victims and witnesses separate from any suspect during the investigation.


k.  Special agents should ensure that any property of the victim being held for evidentiary purposes is maintained in good condition and returned to the victim as soon as it is no longer needed.  This should be common practice within NCIS but is highlighted here as it is specifically mentioned in the Victims' Rights and Restitution Act of 1990.


l.  Special agents should ensure that the cost of medical examinations of sexual assault victims conducted for evidentiary purposes will not be borne by the victim.  The VRRA requires the investigative agency to pay for the exam or to reimburse the victim for the cost of the exam (if it cannot be done on a no-fee basis, such as in a military medical facility).


m.  Special agents conducting interviews of victims and witnesses should annotate their case notes in some manner to document their provision of crime victim assistance information to that person.  

6-20.5. To expand the information provided above regarding crime victim compensation, the following is provided.  Generally, compensation is provided by the state in which the crime occurred and is limited to any of the following, which are not otherwise, covered by insurance:  


a.  Medical or hospital bills;


b.  Mental health counseling;


c.  Actual loss of earnings due to crime-related injuries;

d.  Loss of support for dependents of victims who are deceased or disabled as a result of crime;


e.  Funeral and burial expenses;

f.  Loss or damage to eyeglasses, hearing aids, or other medically necessary devices; and


g.  In a few states, awards for pain and suffering.

6-20.6. To expand the information provided above regarding protection of victims, the following is provided.  Besides the availability of a military protection order or a civilian temporary restraining order available to the victim, Title 18 USC provides for fines and imprisonment for assault and battery on witnesses.  Section 1512 provides for a $250,000 fine and 10 years imprisonment for anyone who knowingly uses intimidation or physical force (including threats) with the intent to influence the testimony of any person or to cause a witness to withhold testimony, alter/ destroy evidence, etc.  Section 1513 provides for a $250,000 fine and 10 years imprisonment for anyone who causes, or threatens to cause, bodily injury or property damage in retaliation against a witness, victim, or informant.  Section 3579 allows a court to order restitution to the victim when sentencing a defendant convicted of any offense under Title 18 USC.  Restitution is not available through military court martial sentencing except through a pre-trial agreement.

6-20.7.  Besides the normal definition of victim of crime, in the case of a victim who is under 18 years of age, incompetent, incapacitated, or deceased, one of the following (in order of preference) should be kept informed as if it were the victim:


a.  Spouse


b.  Guardian


c.  Parent


d.  Child


e.  Sibling


f.  Another family member


g.  A person designated by a court of law

6-20.8. In deciding which witnesses should be afforded victim/witness services, the following discussion is provided.  At one end of the scale is the eyewitness to a violent crime, who has direct knowledge of what happened to the victim.  Obviously, such a witness should be afforded full victim/witness services and given considerable care by the special agent or the victim/witness coordinator.  At the other end of the scale is the disbursing clerk who provides access to pay records of a suspect.  Such a witness would normally not be provided any victim/witness services.  As special agents, we must all be watchful and aware of the depth of involvement in the incident a particular witness may have had and how much the incident affected that witness.  Eyewitnesses to violent crimes should routinely be provided the same information afforded the victim.  As witnesses are farther and farther removed from the actual incident itself, the need to provide victim/witness services diminishes.  Defense witnesses and individuals involved in the crime as perpetrators or accomplices are not eligible for these services.

6-20.9.  Victim and witness laws require much of the criminal justice system.  After the investigative phase is over, the trial phase and the corrections phase follow.  It is important for the victim/witness coordinator in each of those elements to know how to contact victims and witnesses in order to determine if they desire continuing information on the status of the offender through the trial process and, later, during any period of incarceration awarded by the court.  Since NCIS special agents play such a significant role in the initial dealings with victims and witnesses, it is incumbent on special agents to ensure that re-contact data is obtained from victims and key witnesses.  Addresses and home phone numbers of these victims and witnesses should never be published in an ROI, but should be available to pass to the trial counsel and/or corrections personnel as needed.  It is recommended that a list of contact data for victims and appropriate witnesses be maintained in the case file in an easy-to-find location so that other NCIS personnel seeking that information in the absence of the case agent will know where to look, such as on a separate sheet of paper on the left side of the case file.

6-20.10.  Note that there is a transition area where the responsibilities of NCIS end and the responsibilities of the trial counsel begin.  This is not a sharp line, but an area in which, if a suspect has been identified, the special agent and the trial counsel should be in close coordination to ensure that victims and appropriate witnesses are kept informed.

6-20.11.  Enclosure (3) to DOD INSTRUCTION 1030.2 is DD Form 2701, the brochure entitled INITIAL INFORMATION FOR VICTIMS AND WITNESSES OF CRIME, an informational brochure which is to be used by all special agents, and other NCIS personnel as appropriate, to inform victims and witnesses of crime of certain rights and points of contact within the criminal justice and victim/witness support systems.  The blanks on the back of the brochures should be filled in by the case agent, or other responding agent, as appropriate, and given to all victims of crime investigated by NCIS.  If jurisdiction resides with another agency and that agency has provided victims with similar information, then NCIS does not have to duplicate the effort.  Of course, the case agent must be sensitive to the needs of the victim and provide those victims with a copy of the brochure whenever, in the judgment of the special agent, it may be in the best interest of the victim or witness to do so.  If in doubt, give it out.

6-20.12.  Each field office shall assign one person as the Field Office Victim and Witness Assistance Coordinator.  This person may be either a special agent or support person, but should be someone genuinely interested in the VWAP and able to communicate and coordinate effectively with the agent corps as well as with victim/witness coordinators at counterpart agencies.  The Field Office VWAC's primary responsibility is in ensuring that all personnel within the field office understand the VWAP and their responsibilities toward victims and certain witnesses within NCIS jurisdiction.  VWACs may have direct contact with victims and witnesses, but that responsibility is primarily that of the case agent.  VWACs should provide annual training on the VWAP to each resident agency within the field office and will serve as the primary point of contact for questions about the VWAP from field office personnel.  The name of the field office VWAC should be provided to the NCISHQ VWAP Program Manager to ensure the smooth flow of information on evolving victim/witness issues occurs.  

6-20.13.  Each SAC, ASAC, or SSA should make contact with the NLSO or SJA aboard base to ensure the handoff from NCIS to trial counsel is properly coordinated vis-a-vis victim and witness services.  This may be best performed through participation in the command Victim/Witness Council.  Ensure that commands are aware of any personnel within the command who become victims of crime. 
